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	Requirement Number
	Subcategory
	Requirements

	I.  Partner Collaboration Tools

	
	Partner Information Exchange Facilitation
	The solution must support the ability to import information exchange specifications and business rules from the SEARCH Justice Information Exchange Model (JIEM) for documenting information exchanges.  (See www.search.org/integration/info_exchange.asp)

Vendor Response: 

	
	
	The solution must employ an LDAP compatible directory service.

Vendor Response: 

(Please identify the methods used to accomplish this requirement.)

	
	Process Definition
	The solution should provide tools and/or services to establish synchronization for:

· User/Role information,

· Organizational information, to support dynamic and automated routing management, and

· Data definitions.

Vendor Response: 

(Please elaborate on all tools and/or services that support information synchronization.)

	II.  System Management Tools

	
	Auditing
	The solution must support the ability to selectively trace every information exchange regardless of location, devices, protocols, applications, or systems involved over time.

Vendor Response: 

	
	
	The solution must support the ability to audit user-level information, such as user ID, user name, user sign-on/off times, last file printed, last file accessed, last inquiry, modification, update or deletion by date, time, user name, etc.  This data must be able to be captured in a database, file, or sent as a message to a separate service.

Vendor Response: 

(Please elaborate on the solution’s user-level auditing capabilities.)

	
	Reporting
	The solution must support event, action, performance, workload, and data transmission success and failure reporting as well as provide the ability to export this information to standard AOC reporting tools.

Vendor Response: 

	
	
	The solution must provide the capability to generate audit reports for every transaction occurred during a specified time frame.

Vendor Response: 

	
	
	The solution must allow for the ability to produce routine scheduled reports in a specified time period.

Vendor Response: 

(Please specify the solution’s reporting capabilities to run on a scheduled time (nightly, monthly, annually, etc.).

	
	
	The solution must allow for track report dissemination (i.e., printing, e-mailing, etc.) and recipient system (or organization) information.

Vendor Response: 

	
	
	The solution must provide for reporting access flexibility, such as the ability to present reports in html.

Vendor Response: 

(Please elaborate on the solution’s flexibility for presenting reports, including the various reporting formats).

	
	Performance Monitoring
	The solution must support the ability to use network monitoring software such as SNMP (Simple Network Management Protocol) and RMON (Remote Network Monitoring) version 1 and 2.

Vendor Response: 

	
	
	The solution must provide the ability to send alarms to existing AOC network and application monitoring tools.

Vendor Response:

	
	
	The solution provides backup capability into storable and retrievable media that can be encrypted and restrict viewing by unauthorized, unauthenticated personnel.

Vendor Response: 

	
	
	The solution must have the ability to process at least 30 transactions per second on a sustained and concurrent basis and a peak load capacity of 100 transactions per second for a period of up to 10 seconds.

Vendor Response: 

(Please specify the solution’s transaction processing capabilities.)

	
	
	The solution must provide 99.90% availability over a complete year (365 days x 24 hours).

Vendor Response: 

(Please specify the solution’s typical availability by quoting at least two specific implementation examples.)

	
	
	The solution must support 24 hours x 365 days monitoring capability with failure notification.

Vendor Response: 

(Please elaborate on the solution’s performance monitoring capabilities, including its ability to monitor bandwidth.)

	
	Event Alerting
	

	III.  Communications, Connectivity, and Security Tools

	
	Telecommunication Management
	The solution must support the capability to scale to the following volumes for the information exchanges between the courts and the listed justice partners:

· DMV.

Traffic dispositions:  806,392 transactions per year.

Driver History:  806,392 transactions per year.

· DOJ.

Adult dispositions:  626,380 transactions per year.

Adult dispositions subsequent actions:  391,488 transactions per year.

Juvenile dispositions:  120,552 transactions per year.

· CHP.

CHP Citations:  4,220,820 transactions per year.

· Prosecution Agencies.

Criminal Complaints:  3,150,350 transactions per year.

Juvenile Petitions:  201,120 transactions per year.

· Law Enforcement Agencies.

Warrants:  8,317,680 transactions per year.

Restraining or Protection Orders:  394,728 transactions per year.

· Public and other justice agencies.

Court Calendar:  13,722,408 transactions per year.

Register of Actions:  686,120 transactions per year.

In addition to the transaction volumes stated above, the solution must be able to scale to an estimated throughput of 15kb per second or approximately 52,000 1KB documents per hour.

Vendor Response: 

(Please elaborate on the bandwidth and transaction frequency capabilities that the proposed solution provides.  In addition, please describe the proposed solution’s capabilities in supporting anticipated growth in transaction volumes.)

	
	
	The solution must be able to leverage MS Exchange for e-mail services.

Vendor Response: 

(Please elaborate on the proposed solution’s capabilities to leverage MS Exchange for e-mail services.)

	
	
	The solution must operate over telecommunication facilities that employ open communication standards.

Vendor Response: 

(Please specify the standards supported by the proposed solution.)

	
	
	The solution must support FTP, SMTP, TCP/IP, HTTP/HTTPS, SSL and TLS protocols.

Vendor Response: 

(Please specify the protocols supported by the proposed solution.)

	
	
	The solution must support translation to and from ASCII, binary, XML, and EBCDIC data formats.

Vendor Response: 

(Please specify the data formats supported by the proposed solution.)

	
	
	The solution must provide for imaging capability to recognize and save in both JPEG and GIF data formats.

Vendor Response: 

	
	
	The solution must operate over IEEE 802.3 Ethernet at 10/100Mbps and 56K model dial-up speeds for desktop connectivity.

Vendor Response: 

(Please specify the typical Ethernet performance supported by the proposed solution.)

	
	
	The solution must operate over IEEE 802.3 Ethernet at 100/1000Mbps speeds for server connectivity.

Vendor Response: 

(Please specify the typical server connectivity performance supported by the proposed solution.)

	
	
	The solution must support Bridging, Ethernet switching, VLANs, and IEEE 802.1Q standards.

Vendor Response: 

	
	
	The solution must support SNA 3270 and 5250 protocols.

Vendor Response: 

	
	
	The solution must support SNA LU2, LU6.2, and APPC.

Vendor Response: 

(Please specify the communications protocols supported by the proposed solution.)

	
	
	The solution must allow for integration with the following platforms:  OS/390, OS/400, MVS, Windows NT, Windows 95, Windows 2000, Windows XP, UNIX, AIX 4.0, LINUX, RS6000, DB2/6000, Novell, IBM 7060-H50, VSE 2.3, Solaris 2.6, 2.8, 2.9/SUN 5500.

Vendor Response: 

(Please elaborate on the platform and operating systems supported by the proposed solution.)

	
	
	The solution must allow for exchange of data to and from the following data storage technologies, DBMS applications, data exchange formats:  VSAM, IMS, IDMS, DB2/6000, Oracle, MS SQL Server, Informix, Character delimited text files, Position delimited text files, EDI, XML schema, JXDD 3.0.3, 2GEFS.

Vendor Response: 

(Please elaborate on the platform and operating systems supported by the proposed solution.)

	
	Web Services
	The solution must support web services; services oriented architecture, and associated technologies.

Vendor Response: 

(Please elaborate on the solution’s web services technologies.)

	
	Adapters
	The solution must support capability to create custom adapters and APIs.

Vendor Response: 

(Please elaborate on the solution’s capabilities to create custom adapters.)

	
	
	The solution must offer packaged and configurable adapters and APIs for interfacing with COTS applications. 

Vendor Response: 

(Please specify all packaged adapters supported by the proposed solution.)

	
	
	The solution must support packaged adapters and API from application providers such as SAP. 

Vendor Response: 

(Please specify all packaged adapters supported by the proposed solution.)

	
	
	The solution must be able to integrate with devices that capture criminal justice data such as: fingerprint capture devices (including card-scan and live-scan equipment), mugshot capture devices (including flatbed scanners and digital cameras), mobile computers for direct access to the network and input of law enforcement reports, hand-held citation entry/generation devices, mobile audio and video recording devices.

Vendor Response: 

(Please elaborate on the solution’s capabilities to integrate with the above devices as well as support for various data types, such as images and sound.)

	
	Security, Encryption, and Access Tools
	The solution must be able to leverage existing directory systems (Windows Active Directory).

Vendor Response: 

(Please elaborate on the solution’s capabilities to leverage existing directory systems.)

	
	
	The solution must operate over IPSec (Internet Protocol Security) and 3DES (Triple DES) encryption for VPN traffic outside the firewall across the public internet.

Vendor Response: 

	
	
	The solution must provide or allow for firewall technology to control access to all connected systems.  This shall include firewalls that use username and access privileges.

Vendor Response: 

(Please elaborate on the solution’s firewall technology.)

	
	
	The solution must provide secure sign-on from desktop to servers and/or applications.

Vendor Response: 

	
	
	The solution must support single sign-on with partner applications.

Vendor Response: 

	IV.  Information Access and Distribution Services

	
	Inquiry Access
	The solution must support object level-specific access permissions.  This includes the ability to restrict user access, data viewing, data modification, copying, and printing privileges for all application levels, such as application level, transaction level, record level, and field level.

Vendor Response: 

(Please elaborate on the solution’s support on access permissions.)

	
	
	The solution must allow for multiple means of access to all attached systems, including internal (intranet), and remote (secured internet).

Vendor Response: 



	
	Transformation Services
	The solution must support transformation services, including - but not limited to, filtering, translation, XML and non-XML packaging services.

Vendor Response: 

(Please elaborate on the transformation services that the solution supports.)

	
	
	The solution must be able to support data dictionaries.

Vendor Response:

(Please elaborate on the proposed solution’s support for data dictionaries.)

	
	
	The solution must be able to support the creation, maintenance, and publication of reference (or information exchange) schemas.

Vendor Response:

(Please elaborate on the proposed solution’s support for schema repositories.)

	
	
	The solution must support cross-referencing of data elements and mapping between reference data elements in a data dictionary and data elements in interfacing systems.

Vendor Response:

	
	
	The solution must be able to transform XML documents between services using XSLT.

Vendor Response: 

	VI.  Transaction Processing and Work Flow Services

	
	Batch Scheduler
	The solution must provide sophisticated scheduling capabilities.  The solution must provide the flexibility and power necessary to deploy automated jobs that run unattended.  These automated jobs should be created in a work flow environment and enable intelligent automated actions through conditional logic and job dependencies.

Vendor Response: 

(Please elaborate on the scheduling capabilities that the solution supports.)

	
	Database Replication
	The solution must support database replication, reconciliation, and synchronization.  

Vendor Response:

(Please elaborate on the solution’s support for database replication, including support for data separation and capabilities to define multiple logical systems in a single physical system,.)

	
	Message Queuing and Switching
	The solution must support the ability to transmit inbound and outbound messages using SOAP, HTTP, WAP and XML technologies.

Vendor Response: 

(Please elaborate on the solution’s support for web services and XML standards it supports.)

	
	
	The solution must support transactions that span application boundaries.

Vendor Response: 

(Please elaborate on the solution’s support for transactions that span application boundaries.)

	
	
	The solution must support the ability to integrate directly with other systems utilizing web services.

Vendor Response:

	
	
	The solution must support content-based message routing.

Vendor Response:

	
	
	The solution must support definition transparency with independent integration target and source definitions.

Vendor Response:
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