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	Requirement Number
	Subcategory
	Requirements

	I.  Partner Collaboration Tools

	F-1
	Partner Specification
	The solution provides ability for participating courts to define business partners from a central location.

Vendor Response: 

(Please elaborate on the solution’s ability to define business partners.)

	F-2
	
	The solution should be able to classify justice partners by type, strategic alliance, and other business collaboration.

Vendor Response: 

	F-3
	
	The solution should be able to document, organize, and maintain the technical specifications of the partner organization that applies to some or all of the exchanges with this organization (e.g., Network protocol, network address, security application, application interface, data mapping rules, etc.)

Vendor Response:

	F-4
	Partner Agreement Management
	The solution must provide a centralized and structured repository for defining, organizing, and maintaining the courts' business agreements with their justice partners.

Vendor Response: 

	F-5
	
	The solution must effectively enable the courts to maintain, manage and coordinate both new and existing collaboration agreements.

Vendor Response: 

(Please specify the solution’s management tools and features.)

	F-6
	
	The solution must support maintainability of memorandums of understanding (MOU) documents between courts and extranet partners that reflect the structured agreements defined above.

Vendor Response: 

	F-7
	Partner Information Exchange Facilitation
	The solution must provide the ability to logically model and document the information exchanges with the partners.  

Vendor Response: 

	F-8
	
	The solution must integration with internal and external partners.  

Vendor Response:

	F-9
	
	The solution must provide standardized infrastructure for sending and receiving information.

Vendor Response: 

(Please elaborate on the solution’s information exchange infrastructure.)

	F-10
	
	The solution must enable courts to interface with justice partners without major custom programming changes in applications and systems in most cases. 

Vendor Response: 

	F-11
	
	The solution must support existing integration and must offer comparable functionality and capabilities. 
Vendor Response: 

	F-12
	Process Definition
	The solution must be scalable to support future requirements.

Vendor Response: 

	F-13
	
	The solution must support a multi-jurisdiction justice environment, including the ability to define intra-jurisdiction roles, permissions, and responsibilities.

Vendor Response: 

	II.  System Management Tools

	F-14
	Auditing
	The solution must be able to record all transactions and events.

Vendor Response: 

	F-15
	
	The solution must support the ability to perform a search for inquiries by sender or recipient, date and time, sending or receiving workstation, message type, and content of inquiry or message attribute.

Vendor Response: 

(Please elaborate on the solution’s audit search capabilities.)

	F-16
	
	The solution must provide the ability to record and attach appropriate digital signatures.

Vendor Response: 

	F-17
	Reporting
	The solution must provide ad hoc administrative reporting capabilities.

Vendor Response: 

(Please elaborate on the solution’s reporting capabilities.)

	F-18
	
	The solution must provide or support interfaces to integrate with standard AOC report development tools.

Vendor Response: 

(Please describe the report development tools available and note whether they can generally be used by end-users or if internal programming staff is necessary.  If the solution supports widely available 3rd party reporting tools, please list as well).

	F-19
	
	The solution must be able to support reporting actions with minimal performance degradation to business functions.

Vendor Response: 

	F-20
	Performance Monitoring
	The solution must provide an efficient method and standard procedures for system maintenance and upgrades that can be evaluated against a quality assurance process.

Vendor Response: 

(Please elaborate on the solution’s maintenance methods including proposed frequency of upgrades and maintenance schedule.  In addition, please specify the average downtime for maintenance and upgrades).

	F-21
	
	The solution must support backward and forward release compatibility.

Vendor Response: 

(Please specify the solution’s compatibility.)

	F-22
	
	The solution must allow for the use of automated load/stress testing software to measure system performance.

Vendor Response: 

(Please elaborate on the solution’s ability to measure system performance.)

	F-23
	
	The solution must have a disaster recovery and/or business continuity management plan.

Vendor Response: 

(Please elaborate on the solution’s disaster recovery methods and features.)

	F-24
	
	The solution is easy to use, deploy, and maintain from a centralized location.

Vendor Response: 

	F-25
	
	The solution must be implementable with minimal impact and changes to existing applications, systems, and processes.

Vendor Response: 

	F-26
	
	The solution must support customized configurations.

Vendor Response: 

(Please specify the solution’s custom configuration capabilities.)

	F-27
	
	The solution should be manageable, flexible, and scalable.

Vendor Response: 

(Please elaborate on the solution’s management, flexibility, and scalability features, including support for transaction processing systems (TPS) and multi-threading capabilities.)

	F-28
	
	The solution must provide industry standard product support.  Including robust on-line help features with relevant user help available for all critical and non-critical functions.

Vendor Response: 

(Please elaborate on the solution’s support features.)

	F-29
	Event Alerting
	The solution must provide robust automatic event alerting and notification capabilities.

Vendor Response: 

(Please elaborate on the solution’s event alerting features.)

	F-30
	
	The solution must support a comprehensive event alerting real-time design that allows required information to be available when needed.  Allowing diagnosing of and identification/solving of issues prior to them becoming critical.

Vendor Response:

	III.  Communications, Connectivity, and Security Tools

	F-31
	Telecommunication

Management
	The solution must provide facilities to establish and maintain sessions with host based application terminal protocols including, but limited to: 

· SNA 3270 terminal protocol.

· SNA 5250 terminal protocol.
Vendor Response: 

(Please specify all protocols that the solution supports.)

	F-32
	
	All connectivity will be based on open but secured protocols, including but not limited to:

· TCP/IP.

· FTP.

· HTTP/HTTPS.

· SSL/TLS.

Vendor Response: 

(Please specify all secured and unsecured protocols that the solution will support.)

	F-33
	
	The solution must support the capability to dynamically add new connections.

Vendor Response: 

	F-34
	
	The solution must provide the flexibility to limit one and only one connection to each partner system and this connection must support multiple types of information exchanges.

Vendor Response: 

(Please specify the information exchange types that the solution is capable of.)

	F-35
	
	The solution must be able to support connectivity in a defined format between applications within multiple levels of the justice industry.

Vendor Response: 

(Please elaborate on the solution’s multi-layer connectivity capabilities.)

	F-36
	
	The solution must support textual, photographic, fingerprint, bitmap and vector graphic, and page image data types.

Vendor Response: 

(Please specify the data types supported by the proposed solution.)

	F-37
	
	The solution must provide the capability for electronic filing.

Vendor Response: 

(Please specify the solution’s capability for electronic filing.)

	F-38
	
	The solution must allow for imaging capability to edit images, such as crop and rotate during the save process.

Vendor Response: 

(Please specify the solution’s method for allowing image editing capabilities.)

	F-39
	Web Services
	The solution must support web services and associated technologies.

Vendor Response: 

(Please elaborate on the solution’s web services technologies.)

	F-40
	Adapters
	The solution must support capability to create custom adapters.

Vendor Response: 

(Please elaborate on the solution’s capabilities to create custom adapters.)

	F-41
	
	The solution must support packaged adapters such as SAP, PeopleSoft, Siebel, MS Exchange, etc. 

Vendor Response: 

(Please specify all packaged adapters supported by the proposed solution.)

	F-42
	
	The solution must be able to integrate with devices that capture criminal justice data such as: fingerprint capture devices (including card-scan and live-scan equipment), mugshot capture devices (including flatbed scanners and digital cameras), mobile computers for direct access to the network and input of law enforcement reports, hand-held citation entry/generation devices, mobile audio and video recording devices.

Vendor Response: 

(Please elaborate on the solution’s capabilities to integrate with the above devices.)

	F-43
	Security, Encryption, and Access Tools
	Information must be manageable on a data group role security model.

Vendor Response: 

	F-44
	
	User/System must be manageable on a user/system role security model.

Vendor Response: 

	F-45
	
	The solution will integrate with AOC and partner authentication schemas.
Vendor Response: 

	F-46
	
	The solution provides flexibility in defining passwords, such as complexity of password, expiration date of password, length of password, prohibited passwords, number of times a password can be reused.

Vendor Response: 

(Please elaborate on the solution’s password flexibility features.)

	F-47
	
	The solution offers multiple layers of encryption of data and application interface and the ability to automatically encrypt and decrypt transmitted data.

Vendor Response: 

(Please elaborate on the solution’s encryption support.)

	F-48
	
	The solution must support current industry best practices of encryption for any wireless networking implementations.

Vendor Response: 

	F-49
	
	The solution offers application-level defense capabilities such as transmissions inspections.

Vendor Response: 

(Please elaborate on the solution’s defense mechanisms.)

	F-50
	
	The solution will integrate with commercially available virus protection systems.

Vendor Response: 

(Please elaborate on the solution’s capabilities to integrate with commercial virus protection systems.)

	F-51
	
	The solution will integrate with intrusion detection systems.

Vendor Response: 

(Please elaborate on the solution’s capabilities to integrate with intrusion detection systems.)

	F-52
	
	The solution includes the ability to prevent members of one jurisdiction accessing applications and/or files of another jurisdiction member.

Vendor Response: 

	F-53
	
	The solution must support remote administration for security levels.

Vendor Response: 

	F-54
	
	The solution must provide for recording of all security breeches and automatic notification to the security administrator.

Vendor Response: 

	F-55
	
	The solution must provide the capability to disconnect devices from the solution upon security breach.

Vendor Response: 

	IV.  Information Access and Distribution Services

	F-56
	Inquiry Access
	The solution must be able to restrict all services that provide access to data.

Vendor Response: 

	F-57
	
	The solution must provide the capability to disconnect users.

Vendor Response: 

	F-58
	Information Publication
	The solution must provide pull, push, query, publish, and subscribe functionality to facilitate the sharing of information between systems.

Vendor Response: 

(Please elaborate on the types of information exchange that the solution supports.)

	F-59
	Subscription and Notification
	The solution must allow for automatic subscription and notification services.

Vendor Response: 

	F-60
	
	The solution must provide automatic notifications to system owner organizations in the event that authorized users perform specific actions (such as prints, sending of sensitive data, etc.).

Vendor Response: 

	F-61
	
	The solution must support the ability to send and receive administrative broadcast messages to all subscribing users and organization user groups.  The solution must also allow for the assignment of message urgency as well.

Vendor Response: 

(Please elaborate on the solution’s capabilities for administrative broadcast messaging.)

	V.  Information Capture and Validation Services

	F-62
	Transformation Services
	The solution must be able to align data formats without modification to the sending and receiving applications.

Vendor Response: 

	F-63
	
	The solution must be able to perform a process where information can be checked for completeness and consistency, proofread for content, and cross-referenced against person and event information for accuracy.

Vendor Response: 

	F-64
	
	The solution must support the ability to define custom data validation rules to meet local needs.

Vendor Response: 

	F-65
	
	The solution must provide the ability to automatically validate data entry against people, locations, apparatus, etc.

Vendor Response:

	F-66
	
	The solution must provide the ability to define and maintain an independently common data model for transformations from source to target application.

Vendor Response:

	F-67
	Business Rule Validation Services
	The solution must provide means for business process validation services and for the ability to define custom business rules.

Vendor Response: 

(Please elaborate on the business validation services that the solution supports.)

	F-68
	
	The solution provides means to manage workflow and business process definitions with unlimited number of levels.

Vendor Response: 

	F-69
	Error Management
	The system must provide error management and error reporting capabilities.

Vendor Response: 

(Please specify the error management services that the solution supports.)

	VI.  Transaction Processing and Work Flow Services

	F-70
	Batch Scheduler
	The solution must provide the capability to enable triggered task automation and automatic recurring administrative jobs and regular maintenance tasks.

Vendor Response: 

(Please elaborate on the automatic administrative services that the solution supports.)

	F-71
	
	The solution must provide sophisticated scheduling capabilities and the ability to run unattended jobs.

Vendor Response: 

(Please specify the scheduling services that the solution supports.)

	F-72
	Database Replication
	The solution must be able to synchronize data and propagate appropriate data between application databases.

Vendor Response: 

	F-73
	
	The solution must support the elimination of unnecessary duplicate data as much as possible.

Vendor Response:

	F-74
	Message Brokering (Queuing and Switching)
	The solution must enable to manage the real-time synchronous exchange of information between applications:

· Operating at different times.

· Operating on heterogeneous networks and platforms.

Vendor Response: 

(Please elaborate on the tracking and confirmation services that the solution supports.)
Vendor Response: 

(Please elaborate on the message queuing services that the solution supports.)

	F-75
	
	Vendor Response: 

(Please elaborate on the features that support this capability.)

	F-76
	Message Brokering (Confirmation Services)
	The solution must support reliable message exchange deliverance, synchronous and asynchronous.

Vendor Response: 

(Please elaborate on the reliable message exchange delivery services that the solution supports.)

	F-77
	
	The solution must provide tracking and confirmation services that verify, document, and help ensure a completed and synchronous information exchange.

Vendor Response: 

(Please elaborate on the tracking and confirmation services that the solution supports.)

	F-78
	
	The solution must support the capability to monitor the availability of connected systems.

Vendor Response: 

	F-79
	
	The solution must allow for administrators to view the status of all interfaces to connected systems from a centralized location.

Vendor Response: 

	F-80
	Event Handler
	The solution must provide for event management.

Vendor Response: 

(Please elaborate on the event management services that the solution supports.)

	F-81
	
	The solution must be able to record the date and time of all alerts and notices.

Vendor Response: 

	F-82
	
	The solution must support event-based business processes, for example automatically notify all associated agencies when outstanding documents are served.

Vendor Response: 
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