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This is Exhibit A (Deployment Services SOW) to the Agreement between the Judicial Council of California Administrative Office of the Courts (AOC) and Vendor. Except as expressly amended hereby, the provisions of the Agreement shall remain in full force and effect and shall govern and control in the event of a conflict between the terms of this Exhibit A and the Agreement.  Unless otherwise expressly defined herein, the capitalized terms used herein shall have the meaning assigned to them in MSA Section I (Definitions).

1.0 Deployment Services Overview

This Exhibit A (Deployment Services SOW) is the Statement of Work (or “SOW”) that sets forth the roles and responsibilities of the Parties for the CCMS Application Deployment Services provided under the Agreement as part of the Services. These are the services required to devise a well thought out and thorough approach, a standards and best practices based methodology and deployment plan, and successful deployment of the CCMS Application across all 58 Courts of California.

The Deployment Services shall include, but are not limited to the following:

· Initial Knowledge Transfer Services 

· Deployment Strategy and Approach Services 

· Statewide Deployment Planning Services

· Individual Court deployment including:

· Deployment Project Management Services

· Infrastructure Assessment Services
· Operational Processes & Procedures Services
· Application Configuration Services

· Data Conversion and Document Scanning Services 

· Data Integration Services

· Document Management System Configuration Services

· Deployment Testing Services

· Cutover and Stabilization Services

· Training Services

· Deployment Program Management Services 

· Demonstrated ability in large deployment projects using PMI best practices

· Proven methodologies for application project strategy development

2.0  Deployment Services Requirements

The following sections illustrate the roles and responsibilities that the Vendor shall perform and the services that the Vendor shall be responsible for: 

2.1 Initial Knowledge Transfer Services

Initial Knowledge Transfer Services include the activities and Deliverables required by the Vendor to gain sufficient knowledge about the AOC environment, the CCMS Application and overall AOC requirements to enable creation of a deployment strategy and approach, a statewide deployment plan and to successfully deploy the CCMS Application. The following table identifies the Initial Knowledge Transfer Services roles and responsibilities that Vendor and AOC shall perform.

Table 1. Initial Knowledge Transfer Services Roles and Responsibilities

	 Initial Knowledge Transfer Services Roles and Responsibilities
	Vendor
	AOC

	1. Participate in meetings with the AOC to understand high-level AOC requirements, priorities, CCMS Application development status and existing team and reporting structure within AOC
	X
	

	2. Deliverable: Develop and present to AOC a Knowledge Transfer Plan that clearly highlights the Vendor recommended steps to obtain the required knowledge to start the deployment process. This plan should clearly articulate the key steps that will be performed by the Vendor for obtaining requisite knowledge as well as lay out the time and effort requirements from the  AOC and the CCMS Application development contractor
	X
	

	3. Review, approve and Accept the Knowledge Transfer Plan
	
	X

	4. Execute the Knowledge Transfer Plan and obtain the required knowledge to start the deployment process
	X
	

	5. Deliverable: Document the results of knowledge transfer and present to AOC
	X
	

	6. Review, approve and Accept the results of knowledge transfer 
	
	X


2.2 Deployment Strategy and Approach Services

Deployment Strategy and Approach Services are the activities and Deliverables associated with developing and refining the statewide deployment and training strategy, approach and methodology that will be used for deployment of the CCMS Application. The following table identifies the Deployment Strategy and Approach Services roles and responsibilities that Vendor and AOC shall perform.

Table 2. Deployment Strategy and Approach Services Roles and Responsibilities

	 Deployment Strategy and Approach Services Roles and Responsibilities
	Vendor
	AOC

	1. Deliverable: Document and present to AOC the recommended statewide  deployment strategy and approach, including a communication plan that incorporates all constituents (e.g., Courts, justice partners, AOC and CCTC) 
	X
	

	2. Review, approve and Accept the recommended statewide deployment strategy and approach and communication plan
	
	X

	3. Deliverable: Develop a Vendor staffing plan that supports the statewide deployment strategy and approach
	X
	

	4. Review, approve and Accept the Vendor staffing plan 
	
	X

	5. Deliverable: Recommend an AOC staffing plan that will support the statewide deployment strategy and approach
	X
	

	6. Refine the statewide deployment strategy, approach and the staffing plan based on feedback from the early adopter deployments
	X
	

	7. Deliverable: Develop and present to AOC a detailed, standards-based methodology with proposed toolsets to complete this deployment initiative within time and budget 
	X
	

	8. Review, approve and Accept the methodology and toolsets for deploying the CCMS Application
	
	X

	9. Provide recommendations on appropriate deployment logical environments that would need to be hosted at the CCTC or other Court-hosted locations to support Vendor’s recommended deployment strategy (e.g., testing, data conversion, etc.)
	X
	

	10. Review, approve and Accept recommendations on appropriate deployment environments that would need to be hosted at the CCTC or other Court-hosted locations
	
	X


2.3 Statewide Deployment Planning Services

Statewide Deployment Planning Services are activities and Deliverables associated with planning, developing and maintaining the Deployment Services tools and a statewide project plan and schedule for deployment of the CCMS Application. The following table identifies the Statewide Deployment Planning Services roles and responsibilities that Vendor and AOC shall perform.

Table 3. Statewide Deployment Planning Services Roles and Responsibilities

	Statewide Deployment Planning Services Roles and Responsibilities
	Vendor
	AOC

	1. Develop a Statewide Deployment Plan
	X
	

	2. Deliverable: Define, develop, document and maintain the processes and tools that will be used for each of the major deployment activities (e.g. Data Conversion, Integration, Configuration, Cutover and Stabilization, etc.) throughout all phases of deployment
	X
	

	3. Review, approve and Accept the defined tools and processes
	
	X

	4. Deliverable: Develop, document and maintain the Statewide Deployment Plan throughout the course of the engagement. This Plan is based on the approved overall approach, methodology and use of proposed toolsets and processes. Vendor shall update this plan on a periodic basis as defined by AOC (e.g., monthly, bi-monthly, weekly). This plan shall be developed and maintained in Microsoft Project software. This plan shall include all required details such as staffing, timelines, key activities, milestones, Deliverables, actual progress against plan, variances, etc.
	X
	

	5. Coordinate early adopter Court deployment and testing planning with the CCMS Application development contractor 
	X
	

	6. Incorporate the feedback (timeline, staffing, critical path activities, etc.)  from early adopter deployments in the Statewide Deployment Plan
	X
	

	7. Incorporate all feedback from the Infrastructure Assessment activity into the Statewide Deployment Plan that impacts the statewide deployment schedule 
	X
	

	8. Review, approve and Accept the Statewide Deployment Plan and all updates/modifications to the plan
	
	X

	9. Deliverable: Develop and provide to AOC a standard set of training materials that will be used to train CCMS administrators and End-Users in all Courts 
	X
	

	10. Review, approve and Accept training materials
	
	X


2.4 Individual Court Deployment Services

The Individual Court Deployment Services are those services, as described in the following subsections that will be performed to successfully deploy the CCMS Application at each Court.

2.4.1 Deployment Project Management Services

Deployment Project Management Services are the activities and Deliverables associated with developing and maintaining a Court deployment project plan and schedule for deployment of the CCMS Application, and integrating the plan into the Statewide Deployment Plan. The following table identifies the Statewide Deployment Planning Services roles and responsibilities that Vendor and AOC shall perform.

Table 4. Deployment Project Management Services Roles and Responsibilities

	Deployment Project Management Services Roles and Responsibilities
	Vendor
	AOC

	1. Deliverable: Create Individual Court Deployment Project Plan for how Vendor will prepare each Court for the deployment of the CCMS Application and how each such deployment will integrate into the Statewide Deployment Plan
	X
	

	2. Review, approve and Accept Individual Court Deployment Project Plan
	
	X

	3. Integrate Individual Court Deployment Project Plan into Statewide Deployment Plan
	X
	

	4. Review, approve and Accept integration of Individual Court Deployment Project Plan into the Statewide Deployment Plan
	
	X

	5. Update the CCMS Deployment Knowledge Base with all Deliverables and documents within the scope of the Deployment Services. In addition to full and accurate documentation of the Vendor's own activities under the Agreement, Vendor will include in the Knowledge Base all documents, information and data on which they rely to perform Deployment Services, including without limitation the following: configuration guides, training manuals, assessment reports, user manuals, system level setup and procedures, all queries, form templates, reports and tuning parameters around the database or servers. The Knowledge Base must be fully indexed and key word searchable
	X
	

	6. Review, approve and Accept updates to the CCMS Deployment Knowledge Base
	
	X


2.4.2 Infrastructure Assessment and Implementation Services

Infrastructure Assessment and Implementation Services are the activities and Deliverables required to assess and validate that all components of the Court’s technical infrastructure shall be able to support the CCMS Application, DMS, and the traffic generated through their use. These include, but are not limited to, desktops, laptops, network elements, scanners, printers, etc. Infrastructure Assessment and Implementation Services also include coordinating and managing the implementation of other needed components. The following table identifies the Infrastructure Assessment and Implementation Services roles and responsibilities that Vendor and AOC will perform. 

Table 5.   Infrastructure Assessment and Implementation Services Roles and Responsibilities 

	Infrastructure Assessment and Implementation Services Roles and Responsibilities 
	Vendor
	AOC

	1. Deliverable:  Develop and document an infrastructure assessment plan and template for assessing all components of the Court’s technical infrastructure
	X
	

	2. Review, approve and Accept the infrastructure assessment plan and template
	
	X

	3. Perform the infrastructure assessment for all technical components for the court
	X
	

	4. Deliverable:  Document and present to AOC, the findings of the infrastructure assessment, including recommendations on specific areas that need to be upgraded, standardized or secured
	X
	

	5. Review, approve and Accept the findings of the infrastructure assessment
	
	X

	6. Perform hardware and connectivity capacity planning with CCTC contractor
	X
	

	7. Review, approve and Accept hardware and connectivity capacity planning
	
	X

	8. Deliverable:  Document and present to AOC an assessment of required hardware as well as the network infrastructure required at a minimum to support the rollout
	X
	

	9. Review, approve and Accept the hardware and network infrastructure assessment
	
	X

	10. Procure and pay for Vendor-recommended additional hardware or network infrastructure to support the rollout
	X
	

	11. Manage the installation of any additional hardware or network infrastructure, and coordinate with the AOC and Third Parties as required
	
	X

	12. Review, approve and Accept the installed hardware or network infrastructure
	X
	

	13. Measure bandwidth utilization per case type and minimum hardware required to support rollout
	X
	

	14. Deliverable:  Provide documented findings to the AOC of the minimum requirements for desktop hardware along with bandwidth utilization numbers to support sizing of the network to the hosting data center
	X
	

	15. Review, approve and Accept documented findings
	
	X


2.4.3 Operational Process and Procedures Services
Operational Process and Procedures Services are the activities and Deliverables required to assess the existing Court case management processes and procedures, perform a gap analysis with the process options compatible with the CCMS Application and develop and document recommended case management operational processes and procedures the Courts will utilize with the CCMS Application.
Table 6. Operational Processes and Procedures Services Roles and Responsibilities

	Operational Processes and Procedures Services Roles and Responsibilities 
	Vendor
	AOC

	1. Identify current operational processes and procedures used for case management  by working in conjunction with the Courts 
	X
	

	2. Deliverable: Assess the existing (“as is”) operational processes and procedures against the end state (“to be”) CCMS Application configurations, processes and procedures, and develop recommendations on processes that will meet each Court’s requirements
	X
	

	3. Review, approve and Accept the “as is” versus “to be” assessment and the process recommendations
	
	X

	4. Deliverable: Document approved Court procedures in an AOC-approved format
	X
	

	5. Review, approve and Accept approved Court procedures
	
	X

	6. Deliverable:  Develop and provide the AOC with a business impact analysis based on the “as is” versus “to be” assessment
	X
	

	7. Review, approve and Accept the business impact analysis
	
	X


2.4.4 Application Configuration Services 

Application Configuration Services are the activities and Deliverables required to configure the CCMS Application to support the Court business processes. The following table identifies the Application Configuration Services roles and responsibilities that Vendor and AOC will perform. 

Table 7. Application Configuration Services Roles and Responsibilities

	Application Configuration Services Roles and Responsibilities 
	Vendor
	AOC

	1. Identify current CCMS configurations by working in conjunction with the Courts and AOC
	X
	

	2. Deliverable: Assess the existing (“as is”) CCMS software configurations, processes and procedures against the end state (“to be”) CCMS Application configurations, processes and procedures, and develop a detailed application configuration strategy that will meet each Court’s requirements
	X
	

	3. Review, approve and Accept the “as is” versus “to be” assessment and the configuration strategy
	
	X

	4. Deliverable: Develop and document a detailed application configuration plan that links to the Integrated Services Backbone (ISB) configuration 
	X
	

	5. Review, approve and Accept the detailed application configuration plan
	
	X

	6. Deliverable: Create and maintain a detailed application configuration workbook incorporating all recommended Configuration Items (CIs) 
	X
	

	7. Review, approve and Accept the detailed application configuration workbook 
	
	X

	8. Configure approved CIs as documented in the detailed application configuration workbook into the CCMS Application 
	X
	

	9. Deliverable: Create and submit to AOC a detailed configuration workbook listing the final application configuration details of the CCMS Application
	X
	

	10. Review, approve and Accept the configuration workbook
	
	X

	11. Perform Application Configuration Services activities in synchronization with the Data Integration Services 
	X
	


2.4.5 Data Conversion and Document Scanning Services

Data Conversion Services are the activities and Deliverables associated with the assessment, planning, mapping, scripting, performing data conversion and testing for the conversion of data from the current AOC systems to the CCMS Application. 

Document Scanning Services are the activities and Deliverables associated with scanning documents into the DMS, linking these documents to their appropriate actions in CCMS, and performing quality assurance testing to ensure that documents have been properly scanned and linked.

The following table identifies the Data Conversion and Document Scanning Services roles and responsibilities that Vendor and AOC will perform.

Table 8. Data Conversion and Document Scanning Services Roles and Responsibilities

	Data Conversion and Document Scanning Services Roles and Responsibilities 
	Vendor
	AOC

	1. Identify sources of data from the current AOC systems by working in conjunction with the Courts and AOC
	X
	

	2. Deliverable: Assess the existing (“as is”) sources of data (including software, code, functionality, and data) against the end state (“to be”) CCMS Application, and develop a detailed data conversion strategy and data conversion plan for each source of data
	X
	

	3. Review, approve and Accept the detailed data conversion strategy and data conversion plan
	
	X

	4. Deliverable: For each source of data, develop and document to AOC the detailed data schema/maps from current systems to the CCMS Application 
	X
	

	5. Deliverable: For each source of data, identify and document data elements which cannot be converted through the automated tools and/or other exceptions and develop a plan to achieve data conversion through alternative means (e.g. manual conversion, manual entry)
	X
	

	6. Review, approve and Accept mapping and plan for converting data elements which can not be converted through automated tools and/or other exceptions
	
	X

	7. Configure AOC-provided data conversion tools, including the TIBCO software as required to perform data conversion 
	X
	

	8. Inventory the existing data conversion tools and utilities that AOC has developed during the CCMS development process and identify data conversion requirements that cannot be met by these tools and utilities
	X
	

	9. Deliverable: Recommend additional data conversion scripts and tools (other than those provided by AOC such as TIBCO) required to automate the conversion process based on the documented data maps and AOC requirements
	X
	

	10. Review, approve and Accept such recommended data conversion scripts and tools
	
	X

	11. Provide all relevant technical documentation (development/configuration manuals etc.) on such data conversion scripts and tools 
	X
	

	12. Perform data conversion through automated or manual processes as approved by AOC
	X
	

	13. Deliverable: Create a comprehensive data conversion test plan for each source of data
	x
	

	14. Review, approve and Accept all data conversion test plans
	
	X

	15. Deliverable: Conduct data conversion testing using Vendor’s validation process, identify errors and exceptions and document and provide testing results to AOC
	X
	

	16. Conduct data conversion re-testing until requirements are met
	X
	

	17. Review, approve and Accept conversion testing and retesting results
	
	X

	18. Perform document scanning
	X
	

	19. Review, approve and Accept document scanning
	
	X


2.4.6 Data Integration Services 

Data Integration Services are the activities and Deliverables associated with the assessment, planning, designing, developing or modifying and testing the data exchanges between the current AOC and county/state partners and the CCMS Application. This includes justice partner exchanges, electronic filing and electronic services, as well as the CCMS Application portal.  The following table identifies the Data Integration Services roles and responsibilities that Vendor and AOC will perform. 

Table 9. Data Integration Services Roles and Responsibilities

	Data Integration Services Roles and Responsibilities 
	Vendor
	AOC

	1. Create an inventory of existing data exchanges (local and statewide exchanges) including internal, justice partner, vendor, and public facing exchanges and portal access, and create  a gap analysis that assesses the existing  (“as is”) state and scope of exchanges against the end state (“to be”) state and scope of exchanges
	X
	

	2. Identify data exchange requirements between the current AOC and partner systems and the CCMS Application and analyze them (using the existing LIAM process or similar assessment methodology) against proposed DES standards, portal access, etc. and present recommended exchanges to the AOC
	X
	

	3. Ensure that such data exchange requirements between the current AOC and partner systems and the CCMS Application are identified by working in conjunction with the Courts, AOC and the each Court’s county and state justice partners (e.g., law enforcement, public defender, DOJ, DMV). Additionally, ensure that any gaps or exceptions identified in configuration or data conversion affecting data exchanges as well as deficiencies in the data exchange standards are also assessed
	X
	

	4. Deliverable: Develop and provide to AOC, a “gap analysis” that includes recommendations on the new exchanges that need to be configured/ developed using the AOC's TIBCO software
	X
	

	5. Review, approve and Accept the gap analysis
	
	X

	6. Deliverable: Develop and maintain a detailed data exchange deployment plan consisting of the end-to-end process for exchange deployment (from the “as is” to the “to be” states) including organization of local data exchange deployment team, including Court, Vendor and justice partner resources, as needed 
	X
	

	7. Review, approve and Accept the detailed data exchange deployment plan
	
	X

	8. Deliverable:  Develop and maintain a data integration pre-testing activities workbook including connectivity of vendors/partners to CCTC, development of Court policy file, configuration of e-filing in CCMS
	X
	

	9. Review, approve, and Accept the pre-testing activities workbook
	
	X

	10. Perform the necessary activities to configure and deploy exchanges as required and approved by the AOC and the Court, in coordination with the AOC  
	X
	

	11. Deliverable: Conduct data exchange deployment (for both local and statewide exchanges) and integration testing using Vendor’s validation process, identify errors and exceptions and document and provide testing and traceability matrix results to AOC 
	X
	

	12. Conduct data exchange deployment and integration re-testing until requirements are met
	X
	

	13. Review, approve and Accept data exchange deployment and integration testing and retesting results
	
	X

	14. Provide each Court with one data integration technical subject matter expert, as requested by the AOC 
	X
	

	15. Perform Data Integration Services activities in synchronization with the Application Configuration Services
	X
	


2.4.7 Document Management System (DMS) Configuration Services 

Document Management System (DMS) Configuration Services are the activities and Deliverables associated with developing and implementing DMS infrastructure requirements and integrating the DMS with the CCMS Application at each Court.  Currently, only some of the Courts have an existing, locally hosted DMS. The AOC plans to implement a new DMS centrally, which will be hosted at the CCTC, and will roll it out to those Courts that do not currently have a DMS.  Both the existing DMS and new DMS will have to be integrated with the CCMS Application. The following table identifies the Document Management System Configuration Services roles and responsibilities that Vendor and AOC will perform.

Table 10. Document Management System Configuration Services Roles and Responsibilities

	Document Management System Configuration Services Roles and Responsibilities 
	Vendor
	AOC

	1. Deliverable: Develop a plan and approach for integrating existing Document Management Systems (DMS) with CCMS Application
	X
	

	2. Review, approve and Accept plan and approach for integrating existing DMS with CCMS Application
	
	X

	3. Deliverable: For Courts that do not have an existing DMS, provide a plan and approach for:

· Implementing the DMS infrastructure required at the Court level (e.g., scanners, intermediate servers)

· Integrating DMS use into Court-specific CCMS business processes (e.g., workflows) 

· Integrating the Court’s DMS infrastructure with the hosted DMS application 
	X
	

	4. Review, approve and Accept plan and approach for DMS infrastructure implementation & integration with CCMS Application for Courts that do not have an existing DMS
	
	X

	5. Deliverable: Perform integration of each Court-specific (new as well as existing) DMS with CCMS Application
	X
	

	6. Review, approve and Accept integration of each Court-specific (new as well as existing) DMS with CCMS Application
	
	X

	7. Coordinate the implementation of the DMS infrastructure required at the Court level and integrate with CCMS Application and the CCTC hosted DMS application
	X
	


2.4.8 Deployment Testing Services

Deployment Testing Services are the activities and Deliverables associated with planning and executing testing for Acceptance by the AOC of the entire set of contracted Deployment Services for each Court (e.g., configuration, e-filing, exchanges). The following table identifies the Deployment Testing Services roles and responsibilities that Vendor and AOC will perform.

Table 11. Deployment Testing Services Roles and Responsibilities 

	Deployment Testing Services Roles and Responsibilities
	Vendor
	AOC

	1. Deliverable: Develop, document and maintain a test plan for all Deployment Services for each Court, including the plan for end-to-end testing, network performance testing, data integration testing, application configuration testing, roles-based access testing and Court Acceptance testing
	X
	

	2. Review, approve and Accept the test plan
	
	X

	3. Prepare and document test cases, test scripts and test data as required by the test plan
	X
	

	4. Review, approve and Accept test cases, test scripts, and test data
	
	X

	5. Deliverable: Perform end-to-end testing, network performance testing, data integration testing, application configuration testing, and roles-based access testing, using industry standard methodologies and best practices.  Such testing shall include testing for any and all CCMS Application release versions issued prior to a Court’s Final Acceptance of the Services 
	X
	

	6. Support Court Acceptance testing process, including early adopter Courts’ integration testing
	X
	

	7. Deliverable: Manage, identify, classify, and document to AOC any Deployment Services-related deficiencies or errors found as a result of testing, using AOC-prescribed tools
	X
	

	8. Resolve Deployment Services-related deficiencies and errors found as a result of testing. Such Resolution shall include retesting
	X
	

	9. Deliverable: Document and provide to AOC the testing and retesting and traceability matrix results for AOC approval
	X
	

	10. Leverage test scripts provided by the AOC for any subsequent CCMS Application releases prior to a Court’s Final Acceptance of the Services
	X
	

	11. Develop any additionally needed test scripts not provided by the AOC for any subsequent CCMS Application releases prior to a Court’s Final Acceptance of the Services
	X
	

	12. Review, approve and Accept testing, retesting and traceability matrix results
	
	X


2.4.9 Cutover and Stabilization Services

Cutover and Stabilization Services are the activities and Deliverables required to successfully manage the Cutover from existing systems to the CCMS Application (“go live” support) without affecting the day-to-day functioning of the Courts and ensuring that the transition process to the CCMS Application is completed quickly and in the most efficient manner possible. The following table identifies the Cutover and Stabilization Services roles and responsibilities that Vendor and AOC will perform for each Court. 

Table 12. Cutover and Stabilization Services Roles and Responsibilities 

	Cutover and Stabilization Services Roles and Responsibilities
	Vendor
	AOC

	1. Deliverable: Define and document to AOC the Cutover and Stabilization Services plan to be performed by Vendor
	X
	

	2. Review, approve and Accept the Operational Cutover and Stabilization Services plan
	
	X

	3. Perform and coordinate Cutover activities in accordance with the Cutover and Stabilization Services plan 
	X
	

	4. Provide expert on-site support to AOC and Court personnel during the Cutover, to ensure that the Cutover and transition are performed smoothly 
	X
	

	5. Provide expert on-site resolution of any issues or problems that may arise in the post-Cutover transition stabilization period and/or manage resolution through approved processes and procedures
	X
	

	6. Perform all activities as provided, at minimum, in the exit criteria as defined in Appendix A5
	X
	

	7. Coordinate with AOC help desk as required, including problem management and incident management processes
	X
	

	8. Train AOC help desk and provide requisite help desk scripts on Deployment Services
	X
	

	9. Review, approve and Accept scripts 
	
	X

	10. Ensure that the CCMS Deployment Knowledge Base is fully updated concurrent with the completion of all Cutover and Stabilization Services for each Court
	X
	


2.4.10 Training Services

Training Services are the activities and Deliverables associated with training the CCMS Application configuration administrators and End-Users for the purpose of supporting the CCMS Application and fully utilizing the functions and features of the applications through formal training (which may include classroom training, computer or web based training) and informal methods during the Deployment at each Court. The following table identifies the Training Services roles and responsibilities that Vendor and AOC shall perform. 

Table 13. Training Services Roles and Responsibilities 

	Training Services Roles and Responsibilities
	Vendor
	AOC

	1. Deliverable: Develop, document to AOC and maintain a Court Training Plan 
	X
	

	2. Review, approve and Accept the Court Training Plan
	
	X

	3. Deliverable: Provide CCMS Application configuration and administration training to CCMS administrators 
	X
	

	4. Deliverable: Provide CCMS Application End-User training and local Court help desk training 
	X
	

	5. Deliverable: Provide ongoing, pre-scheduled CCMS Application End-User training and local Court help desk training for any subsequent CCMS Application releases prior to a Court’s Final Acceptance of the Services
	X
	

	6. Create and maintain the training configurations on the CCMS training instances as requested by AOC
	X
	

	7. Deliverable: Provide e-filing and DMS operational training to AOC-specified End-Users
	X
	

	8. Deliverable: Provide AOC-specified End-Users with ongoing, pre-scheduled e-filing and DMS operational training for any subsequent CCMS Application releases prior to a Court’s Final Acceptance of the Services
	X
	

	9. Review, approve and Accept training
	
	X

	10. Deliverable: Provide a one day user training session for state and local justice partners
	X
	

	11. Review, approve and Accept justice partner training session
	
	X


2.5 Deployment Program Management Services

Deployment Program Management Services are the activities and Deliverables associated with providing program management throughout the term of the engagement. The following table identifies the Deployment Program Management Services roles and responsibilities that Vendor and AOC shall perform.

Table 14. Deployment Program Management Services Roles and Responsibilities

	Deployment Program Management Services Roles and Responsibilities
	Vendor
	AOC

	1. Provide project strategy and direction including overall scope and timelines
	
	X

	2. Provide, and review with AOC, Vendor project metrics reporting on Vendor’s accomplishment of milestones, SLRs and associated Deliverables 
	X
	

	3. Review, approve and Accept project metrics, SLRs, milestones and Deliverables 
	
	X

	4. Develop and present to the AOC remediation plans to resolve Deployment  Services related issues
	X
	

	5. Review, approve and Accept remediation plans to resolve Deployment Services related issues
	
	X

	6. Participate in the release planning process for future CCMS Application releases
	X
	

	7. Deliverable: Participate in the creation of a Court-specific release plan 
	X
	

	8. Coordinate the CCMS Application releases between the Courts, AOC, CCTC and CCMS Application development contractor through the pre-production environments to the production environment 
	X
	

	9. Participate as requested by AOC in technical and business planning/governance meetings to establish and communicate decisions 
	X
	

	10. Adhere to AOC incident and problem management processes and tools
	X
	

	11. Vendor Program Manager shall schedule and conduct weekly project status meetings with appropriate Vendor resources in accordance with the project communications plan with AOC Program Manager and other key AOC participants as the AOC Program Manager may require
	X
	

	12. Participate in weekly project status report meetings
	
	X

	13. Deliverable: Provide written weekly project status reports to the AOC Program Manager including status updates of applicable items in the Project Plan (e.g. the project schedule) in a format agreed to by AOC, including escalation of any issues that may impact Critical Milestones
	X
	

	14. Execute projects using PMI best practices including standard project life cycle activities, project initiation, planning, execution, control and closure, and Acceptance
	X
	

	15. Coordinate all Services, activities and dependencies and serve as the single point of contact/interface to AOC including coordinating Vendor, Third Party and AOC resources ensuring the on-time delivery of tested/quality checked Deliverables as defined in the Project Plan
	X
	

	16. Prepare and present a quarterly Executive Management Report in a mutually agreed upon format
	X
	

	17. Provide single portal access for all documents and reports
	X
	

	18. Review, approve and Accept single portal
	
	X

	19. Provide a dashboard that includes current status of statewide milestones, individual Court milestones, and all SLRs
	X
	

	20. Review, approve and Accept dashboard
	
	X

	21. Deliverable: Develop overall approach and strategy to manage and maintain a CCMS Deployment Knowledge Base that will contain deployment documents and Deliverables from all Court deployments, including recommendations on content, structure and tools
	X
	

	22. Review, approve and Accept overall approach and strategy to manage and maintain a CCMS Deployment Knowledge Base
	
	X

	23. Deliverable: Manage and maintain the AOC-specified CCMS Deployment Knowledge Base throughout the CCMS Application deployment process, incorporating CCMS Application documents and Deliverables 
	X
	

	24. Deliverable: Update the CCMS Deployment Knowledge Base with all Deliverables and documents for each Court as a part of Cutover and Stabilization Services for each Court 
	X
	

	25. Review, approve and Accept the updated CCMS Deployment Knowledge Base after all Deliverables and documents for each Court have been added to it
	
	X


2.6 Customer Satisfaction Management Services

Customer Satisfaction Management Services are the activities associated with developing, implementing and reporting on Customer Satisfaction surveys to the Courts and the AOC Program Management team. The following table identifies Customer Satisfaction Management Services roles and responsibilities that Vendor and AOC will perform. 

Table 15. Customer Satisfaction Management Services Roles and Responsibilities

	Customer Satisfaction Management Services Roles and Responsibilities
	Vendor
	AOC

	1. Establish Customer Satisfaction survey requirements for Court and AOC Program Management Customer Satisfaction survey programs
	
	X

	2. Deliverable: Develop Court and AOC Program Management Customer Satisfaction survey programs, in accordance with AOC’s survey requirements
	X
	

	3. Review, approve and Accept Vendor developed Customer Satisfaction survey programs 
	
	X

	4. Conduct quarterly Customer Satisfaction surveys to the Courts and to AOC Program Management 
	
	X

	5. Meet with AOC to review Customer Satisfaction reports and make recommendations on how to resolve customer dissatisfaction 
	X
	

	6. Deliverable: Prepare a project plan to resolve customer dissatisfaction
	X
	

	7. Review, provide additional input as required, approve and Accept project plan
	
	X

	8. Execute AOC-Accepted project plan
	X
	


3.0 Service Environment/Exhibit Appendices

The following sub-sections describe the standard Appendices to be developed and provided for the statewide deployment and incorporated into this Exhibit A to the Agreement. 

3.1 Scope of the CCMS Deployment to be Supported

The following sub-sections and related CCMS Deployment Appendices further describe the Deployment environment to be supported and/or with which Vendor shall comply.

3.1.1 Court Location Statistics 

Appendix A1 - Court Location Statistics - A listing of each Court with general information regarding its size and number of locations

3.1.2 Case Management Systems by Court 

Appendix A2 - Case Management Systems by Court - A listing of each Court with the type and number of different case management systems per Court

3.1.3 AOC Provided Deployment Tools

Appendix A3 - AOC Provided Deployment Tools - A listing and description of AOC-provided CCMS Application Deployment tools, associated functionality, and capabilities 

3.1.4 Exchange Sample Information

Appendix A4 - Exchange Sample Information - Contains a sample information regarding draft exchange data 

3.1.5 Sample Stabilization and Exit Checklist

Appendix A5 - Sample Stabilization and Cutover Exit Checklist - Contains a draft/sample stabilization and exit checklist. The Vendor is expected to develop its own version of this document. The AOC has provided this document for reference material 

3.1.6 CCMS V4 Application Development Key Dates

Appendix A6 - CCMS V4 Application Development Key Dates - Contains information on the CCMS-V4 Development Services Project (as defined in the RFP Instructions) including project key dates for application activity

3.1.7 Other Background Materials 

Appendix A7 – Other Background Materials – Contains supplemental background information to assist Vendor in providing their proposal 

4.0 Service Level Requirements 

A key objective of this outsourcing agreement is to attain Service Level Requirements (SLRs). SLRs associated with Deployment Services are detailed in the following section.
Vendor shall provide electronic reports to the AOC regarding Vendor’s compliance with the SLRs specified in this SOW, as well as a dashboard. 

Table 16. Variance to Statewide Deployment Plan SLRs

	Definition
	Measurement of the variance between the completion dates of key project activities, milestones and Deliverables identified in the Statewide Deployment Plan and actual completion dates. 


	Type
	Service Measure
	Performance Target
	SLR Performance

	Adherence to Statewide Deployment Plan Key Activities and Milestones
	Variance from Statewide Deployment Plan
	Variance of key activities and milestones dates < 10%
	100%

	
	Formula 
	(Number of milestone dates missed)/Total number of milestone dates

	
	Measurement Interval
	Measure Monthly

	
	Reporting Period
	Report Monthly

	
	Measurement Tool
	TBD

	
	
	


Table 17. Customer Satisfaction SLRs

	Definition
	AOC shall conduct Customer Satisfaction surveys to measure the Customer Satisfaction SLRs as provided below.


	Customer Satisfaction SLR

	Customer Satisfaction
	Service Measure
	Performance Target
	SLR Performance

	California Courts 
	Court Satisfaction rate
	Each Court’s designated deployment team and management team members (as defined by the AOC) surveyed should be very satisfied or satisfied as measured on a Court-by-Court basis
	90%

	AOC Program Management
	Program Management Satisfaction rate
	Those surveyed should be very satisfied or satisfied
	90%

	
	Formula 
	Number of participants responding to a Scheduled Survey that they are very satisfied or satisfied (as defined by the AOC)/Total number of participants responding to such Scheduled Survey

	· 
	Measurement Interval
	Measure Quarterly 

	· 
	Reporting Period
	Report Quarterly

	· 
	Measurement Method/Source Data
	TBD

	· 
	
	
	


Table 18. Post Deployment Incident Resolution SLRs

	Definition
	Time to Resolve Incidents and Problems to different Priority Level classifications following Incident classification as a configuration/implementation incident. This pertains to Incidents and problems occurring between the “Go-Live” date and the end of the Cutover period for each Court.


	Incident Resolution SLRs

	Incident Resolution
	Service Measure
	Performance
Target
	SLR Performance %

	Priority 1 or 2  Incident Notification
	Time to respond
	< 15 minutes
	All 100%  only

	Priority Level 1
	Time to Resolve
	< 4 hours
	100%

	Priority Level 2
	Time to Resolve
	< 8 hours
	100%

	Priority Level 3
	Time to Resolve
	< next Business Day
	100%

	Priority Level 4
	Time to Resolve
	Next Business Day or as prioritized by Vendor
	90.0%

	Root Cause Analysis
	Time to report
	Within 24 hours of Incident Resolution for Priority Level 1 or 2
	100.0%

	
	Formula 
	Number of requests completed within performance target/total of all requests occurring during Measurement Interval

	
	Measurement Interval
	Measure Weekly

	
	Reporting Period
	Report Monthly

	
	Measurement Tool
	TBD

	
	
	


Table 19. Priority Levels

	Priority Level
	Description

	1 - Emergency/Urgent
	A Priority Level 1 Incident is generated if it is an incident based on configuration, data conversion, data exchange or FNR (Forms, Notices and Reports) activities and has severely impacted the application or component such that the application of component cannot reasonably continue to operate and there is no Workaround available.

	2 - High
	A Priority Level 2 Incident is generated if it is an incident based on configuration, data conversion, data exchange or FNR (Forms, Notices and Reports) activities and has severely impacted that the application or component such that the application of component cannot reasonably continue to operate but a Workaround is available.

	3 - Medium
	A Priority Level 3 Incident is generated if  it is an incident based on configuration, data conversion, data exchange or FNR (Forms, Notices and Reports) activities and has  impacted that the application or component such that the non-critical component of the application is unavailable, will not work or is not operating as expected and there is a Workaround available. 

	4 - Low
	A Priority Level 4 Incident is generated if there is a Problem other than Priority Level 1, Priority Level 2, and Priority Level 3 Incidents.


5.0 SOW Definitions

5.1 “AOC Program Management” means the AOC-designated program management team for the Deployment Services.

5.2 “CCMS Deployment Knowledge Base” means the knowledge base that Vendor shall develop, maintain, regularly update and provide to the AOC upon successful completion of the Cutover and Stabilization period for each Court, in accordance with Exhibit A.
5.3  “Court Training Plan” means the plan that the Vendor shall develop for each Court respecting End-User and configuration administrator CCMS Application training, in accordance with Exhibit A.

5.4 “Critical Milestones” means those milestones, activities, actions and projects identified as such in this Agreement including, without limitation, in Exhibit A, Exhibit D, in any Work Order and/or elsewhere in this Agreement.

5.5 “Customer Satisfaction” means a subjective rating obtained through AOC customer satisfaction surveys conducted from time to time in accordance with Section 7 of the Agreement.

5.6 “Cutover” means going-live on (i) the CCMS Application, or (ii) one or more case types within the CCMS Application, in each case (x) at one or more Court locations, and (y) where all Court personnel who are provided access to case management system(s) by the Court are able to access the CCMS Application and perform their normal daily operations using the production environment of the CCMS Application.
5.7 “Fee Reductions” means the dollar amount by which the Fees will be reduced based on Vendor's failure to timely achieve any Critical Milestone.  All Fee Reductions will be specified in Exhibit D and may be paid or credited to AOC at AOC’s option.

5.8 “Final Acceptance” means AOC written Acceptance of all Services and Deliverables including AOC signoff on all exit criteria as defined in the Cutover and Stabilizations Services.  Such Services and Deliverables shall be in conformance with Exhibit B- Deliverables and Acceptance Criteria.

5.9 “Incident” means either a (i) single event or (ii) abnormal activity for a function monitored by Vendor, each requiring a Vendor response typically denoted by a request for service or identification of a problem.  AOC will determine the Incident Priority Level of each reported Incident.  Vendor will provide AOC with an escalation procedure (to be approved by AOC) for resolution of reported and non-reported incidents.

5.10 “Incident Resolution” means the point at which Vendor has responded to an Incident and Vendor has either:  (a) conducted and successfully completed a Root Cause Analysis on a problem and appropriately corrected both the results and the cause of the problem; or (b) has provided an appropriate answer to an inquiry or an informational question that is understood by and acceptable to AOC.  In both cases, the Incident is not resolved until AOC is convinced and satisfied that it has been resolved.

5.11 “Individual Court Deployment Project Plan” means the plan that Vendor shall develop for each Court with respect to the Deployment Services, in accordance with Exhibit A.

5.12 “Knowledge Transfer Plan” means the plan the Vendor shall develop and execute respecting the knowledge required for Vendor to start the deployment process, in accordance with Exhibit A.

5.13 “Measurement Interval” means the period in which a given SLR is measured (e.g., one (1) month, one (1) year, etc.).  

5.14 “Measurement Tool” means a tool used to measure processes, equipment, and networks systems.

5.15 “Performance Target” is defined as the desired level of service AOC is seeking for that particular Service Level Requirement.

5.16 “Priority Level” is a defined category that identifies the degree of business criticality and importance to AOC of specific Incidents, and the associated Vendor response requirements attributed to any such Incident.  The Priority Level table categories and descriptions set forth in Exhibit A apply to all Services.

5.17 “Reporting Period” means the interval of time between providing reports.  Unless otherwise specified in Exhibit A, all reports are provided on a monthly basis within three (3) Business Days of the close of the calendar month.

5.18 “Resolve” or “Resolution” means to repair, replace, reconfigure, reinstall, re-route, or otherwise provide a complete solution to an Incident that returns the system and/or End-User(s) to non-degraded full functionality.  Implementing a Workaround is a partial or temporary resolution.

5.19 “Root Cause Analysis” is a problem analysis process undertaken to identify and quantify the underlying cause(s) of an Incident, and document the necessary corrective actions to be taken to prevent recurring problems and/or trends which could result in problems.

5.20 “Statewide Deployment Plan” means the plan for statewide deployment of the CCMS Application that the Vendor shall develop and maintain throughout the course of the Deployment Services, in accordance with Exhibit A.
5.21  “Workaround” is a temporary solution that Vendor or AOC can implement in the event of an Incident as an alternate method of providing full Service or process functionality that allows the affected system(s) and/or process(es) to deliver to AOC an acceptable level of business operations functionality until a permanent Incident Resolution can be implemented.  Any such Workaround must be acceptable to and approved by AOC.
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