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January 21, 2025



What’s changed?

• Introduction

• Additions based on public comments
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Requested Action

Recommend 2025 – 2026 Tactical Plan 
for Technology for submission to the 
Technology Committee.
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Thank you!
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Meeting of the Information Technology Advisory Committee
January 21, 2025

Rule Proposal: 
Branchwide Technology and 
Data Security Guidelines

Hon. Tara M. Desautels, 
Associate Justice, Court of Appeal, First Appellate District



Overview

• Public comment on the rule proposal closed on January 6; proposal is ready to go 
to the Judicial Council for approval

• The proposal received one public comment

• JISGS made one change to the proposal for rule 10.172 after circulating for comment

• Action requested: Approve Judicial Council report

• Next steps:

• Approval by CEAC (Feb. 7), Technology Committee (Feb. 10), and Rules Committee (Mar. 13) 
(already approved by JISGS and RPS, Jan. 16)

• Judicial Council meeting (April 25)

• Effective date, if approved by council: July 1, 2025



Rule 10.405



Public Comment

• One public comment received: Superior Court of Los Angeles County

• Comment: Rule 10.405 should be amended to include a control or audit 
mechanism to ensure courts follow the guidelines.

• JISGS will consider how to address monitoring/verification as it 
develops guidelines.

• But this amendment would require public comment and cannot be 
made now.

• Comment: When adopting guidelines under rule 10.405, ensure the scope 
and timeline will work for all court sizes.

• JISGS will keep these issues in mind as it develops guidelines.



Public Comment

Complete text of the relevant portions of the comment and the proposed responses:



Rule 10.172



Change to Rule 10.172(a)

Rule 10.172(a):



Change to Rule 10.172(a)

• Proposal included amendments to subdivision (a) of rule 10.172

• Was: “countywide court security plan”

• Proposed: “court security plan that applies to each court facility in the 
county”

• At subsequent JISGS and RPS meetings, members were concerned this 
amendment may interfere with existing MOUs

• JISGS agreed to withdraw the amendment to (a). JISGS and RPS members 
approved the proposed amendments to (b) and the Advisory Committee 
Comment



Questions or comments?
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