
 
 
 

I N F O R M A T I O N  T E C H N O L O G Y  A D V I S O R Y  C O M M I T T E E  
  

January 26, 2022 
12:00 PM to 1:00 PM 

Videoconference 

Advisory Body 
Members Present: 

Hon. Sheila F. Hanson, Chair; Hon. Louis R. Mauro, Vice Chair; Mr. Mike Baliel; 
Mr. Jake Chatters; Mr. Brian Cotta; Mr. Adam Creiglow; Hon. Julie R. Culver; 
Hon. Tara Desautels; Hon. Truc T. Do; Hon. Michael S. Groch; Hon. Samantha 
P. Jessner; Hon. Kimberly Menninger; Hon. James Mize; Mr. Snorri Ogata; Mr. 
Darrel Parker; Hon. Donald Segerstrom; Hon. Bruce Smith; Mr. Anh Tran; 
Ms. Jeannette Vannoy; Mr. Don Willenburg; Mr. David H. Yamasaki; and Hon. 
Theodore Zayner 

Advisory Body 
Members Absent: 

Assembly Member Marc Berman; Ms. Alexandra Grimwade; Senator Robert 
Hertzberg; Hon. Joseph Wiseman; and  
 

Others Present:  Hon. Kyle Brodie; Mr. Zlatko Theodorovic; Ms. Heather Pettit; Mr. Mark 
Dusman; Ms. Jamel Jones; Ms. Camilla Kieliger; Ms. Andrea Jaramillo; and 
other JCC staff present 

O P E N  M E E T I N G   

Call to Order and Roll Call  
The chair called the meeting to order and roll was taken. 

Approval of Minutes 
The advisory body reviewed and approved the minutes of the November 30, 2021, Information 
Technology Advisory Committee meeting. 
 
There were no public comments received for the January 26, 2022, meeting. 

D I S C U S S I O N  A N D  A C T I O N  I T E M S  ( I T E M S  1 – 6 )  

Item 1 
Chair’s Report 
Presenter: Hon. Sheila F. Hanson, Chair 
Update: Judge Hanson welcomed ITAC members to the first meeting of the year. She advised 

that there will be monthly remote ITAC meetings as well as two in-person meetings later 
in the year based on cues from the Judicial Council.  

www.courts.ca.gov/itac.htm 
itac@jud.ca.gov 

  

http://www.courts.ca.gov/itac.htm
mailto:itac@jud.ca.gov
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Since the November 2021 meeting, executive sponsors Judge Jessner and Mr. Creiglow 
launched the new Advancing the Hybrid Courtroom Workstream. The workstream will 
develop best practices and update branchwide facilities and technology standards for 
hybrid courtrooms. The workstream meets weekly and will share its progress at a future 
ITAC meeting. 
The Judicial Council approved the final report of the Identity & Access Management 
Workstream, adding to the long list of accomplishments by the branch IT community. 
Judge Hanson thanked all the volunteers who make it possible. 

 
Item 2 
Judicial Council Technology Committee Update 
Update on activities and news coming from this internal oversight committee. 
Presenter: Hon. Kyle S. Brodie, Chair, Technology Committee 
Update: Judge Brodie provided an update on the Technology Committee’s work since the 

November ITAC meeting. The Technology Committee has kicked off the Strategic Plan 
Workstream, which will make recommendations for an updated four-year Plan effective 
2023–2026. The workstream will review branch technology innovations and upgrades 
made since the last Plan update. The updated Plan is expected to be submitted to the 
Judicial Council in October. The Technology Committee will next meet on February 14; 
agenda items include the proposed FY 22-23 budget and Court Technology 
Modernization Funding.  

 
Item 3  

Data Advisory Body 

Update on creation of new advisory body focused on data and information governance. 
Presenter:  Hon. Kyle S. Brodie, Chair, Technology Committee 
Update: Judge Brodie provided an outline of this new advisory body. After approving the Data 

Analytics Workstream final report last year, the Judicial Council questioned what type of 
governance might be needed and how that would be handled. A four-person working 
group met to review current advisory committees’ charters to see if this task would fit 
within an existing advisory committee. It was decided that a new Data Analytics Advisory 
Committee was needed, which will also absorb the Workload Assessment Committee’s 
scope of work. A branchwide webinar was held in December 2021, and the proposed rule 
of  court for the new advisory body was circulated for public comment.  

 
Item 4 

2022 Annual Agenda Amendment (Action Required)  
Consider a proposal to amend the 2022 Annual Agenda to add an item for the Rules & Policy 
Subcommittee. 
Presenter:  Hon. Julie R. Culver, Chair, Rules & Policy Subcommittee 
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Request: The subcommittee is requesting an amendment to the annual agenda to consider a 
proposal made by a member of the Appellate Advisory Committee. The proposal would 
allow the Habeas Corpus Resource Center remote access to court records.  
The subcommittee is also requesting an addition to the annual agenda to consider a 
request made by the California Attorneys for Criminal Justice. They request that private 
attorneys be allowed the same remote access to records as public defenders. The 
subcommittee will review and consider if any changes to the California Rules of Court 
should be recommended. 

 
Action: Motion approved with an amendment to change “Amend” to “Consider amending”. The 

Annual Agenda is recommended to the Technology Committee for approval. 
 
Item 5 

2022 Budget Update 

Update on the proposed 2022 budget. 
Presenters:  Zlatko Theodorovic, Deputy Director, Budget Services 
  Heather Pettit, Director / Chief Information Officer 

Update: Mr. Theodorovic reported that this the largest budget ever proposed for the branch, 
supporting new judgeships; consumer pricing index adjustments; backfills for declining 
f ines and fees revenue; and ongoing funding for the courthouse construction program. 

 Ms. Pettit briefly reviewed the key technology areas included in the proposed budget.  
 
Item 6 

Statewide E-Filing Program Review Workstream Preview  
Receive a preview of the workstream’s findings and recommendations. 
Presenter:  Mr. Snorri Ogata, Executive Sponsor 
 

Update: Mr. Ogata provided a preview of the preliminary findings from the workstream. The 
workstream surveyed California courts to understand the current e-filing status and 
identify e-filing vendors used across the state. The survey also indicated the level of 
satisfaction with vendors across services. The workstream reviewed e-filing services and 
vendors in other states, comparing funding sources and the approach to filing fees. The 
f inal report, including any recommendations, will be presented to ITAC at a later meeting. 

A D J O U R N M E N T  

There being no further business, the meeting was adjourned. 

Approved by the advisory body on . 



New Ongoing Project 

7. Joint Security Governance Subcommittee Priority 1 

 Scope category: 
Policy 

Project Summary: The Joint Security Governance Subcommittee will review and provide feedback on security-related 
recommendations made by the Office of Information Security and other entities. The Subcommittee will also review and recommend 
policies and other security-related proposals for action by the Information Technology Advisory Committee and the Court 
Executives Advisory Committee.   
 
Origin of Project: Strategic and Tactical Plans for Technology. 
 
Status/Timeline: Ongoing 
 
Fiscal Impact/Resources: JCIT staff.  

☐ This project may result in an allocation or distribution of funds to the courts. We will coordinate with Budget Services to ensure their 
review of relevant materials. 

Resources: 
• ITAC: Court of Appeal resources; membership TBD 
• CEAC: Membership TBD 
• Judicial Council Staffing: Information Technology, Legal Services 
• Collaborations: Other Judicial Council advisory bodies as needed; Legal Services; other Judicial Council offices 
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This proposal has not been approved by the Judicial Council and is not intended to represent the views of 
the council, its Rules Committee, or its Legislation Committee. It is circulated for comment purposes only. 

 

D R A F T  I N V I T A T I O N  T O  C O M M E N T  
[ITC prefix as assigned]-__ 

Title 

Rules: Remove Reporting Requirement for 
Courts With Mandatory Electronic Filing 

Proposed Rules, Forms, Standards, or Statutes 

Amend Cal. Rules of Court, rule 2.253 

Proposed by 

Information Technology Advisory 
Committee 

Hon. Sheila F. Hanson, Chair 

 
Action Requested 

Review and submit comments by May 13, 
2022 

Proposed Effective Date 

January 1, 2023 

Contact 

Andrea L. Jaramillo, 916-263-0991 
andrea.jaramillo@jud.ca.gov 

 

Executive Summary and Origin 
The Information Technology Advisory Committee (ITAC) proposes the Judicial Council amend 
rule 2.253 of the California Rules of Court to remove a requirement that a trial court with 
mandatory electronic filing by local rule submit reports about its electronic filing program to the 
Judicial Council. The proposal originates with Judicial Council staff.   

Background 
The Judicial Council adopted rule 2.253 of the California Rules of Court1 effective July 1, 2013. 
Rule 2.253 authorizes trial courts to require parties, by local rule, to file electronically in civil 
cases subject to conditions enumerated in the rule. One condition is that courts “report 
semiannually to the Judicial Council on the operation and effectiveness of the court’s [mandatory 
electronic filing] program.”2 The purpose of requiring courts to submit reports to the Judicial 
Council was to “provide a basis for evaluating different practices and procedures and for making 
future recommendations, including recommendations about what should be the effective time of 
electronic filing.”3 When the Judicial Council adopted the rule, it also adopted guidelines for 

 
1 All further references to rules are to the California Rules of Court. 
2 Cal. Rules of Court, rule 2.253(b)(7).  
3 Judicial Council of Cal., Advisory Com. Rep., Electronic Filing and Service: Rules Allowing the Superior Courts 
to Mandate Electronic Filing and Service in Civil Cases (June 21, 2013), p. 7, 
https://www.courts.ca.gov/documents/jc-20130628-itemC.pdf.  

http://www.courts.ca.gov/policyadmin-invitationstocomment.htm
mailto:andrea.jaramillo@jud.ca.gov
https://www.courts.ca.gov/documents/jc-20130628-itemC.pdf
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submitting the reports.4 Under the guidelines, courts were to submit reports to the Judicial 
Council Technology Committee at a specified email address.5  

The Proposal 
The proposal would eliminate the requirement that a trial court with mandatory electronic filing 
by local rule submit reports about its electronic filing program to the Judicial Council. The 
reports are no longer needed. Though the rule remains in effect, the email address where reports 
were to be submitted is no longer active. The Judicial Council Technology Committee is no 
longer receiving the reports. 

When the Judicial Council adopted the reporting requirement, the purpose was to “provide a 
basis for evaluating different practices and procedures and for making future recommendations, 
including recommendations about what should be the effective time of electronic filing.”6 The 
issue of “what should be the effective time of electronic filing” is now resolved. In 2017, the 
Judicial Council sponsored Assembly Bill 976, which, among other things, established that a 
document filed between 12:00 a.m. and 11:59:59 p.m. on a court day is deemed to have been 
filed that court day.7 The bill passed, and the updated effective time of electronic filing has been 
law since January 1, 2018. As to “evaluating different practices and procedures,” the Judicial 
Council has mechanisms to gather such data as needed without semiannual reports. For example, 
the Information Technology Advisory Committee’s Electronic Filing Workstream surveyed the 
courts in fall 2021 to collect data about court electronic filing programs so the workstream could 
analyze the data and make recommendations. 

Alternatives Considered 
The alternative to removing the reporting requirement would be to take no action. However, 
ITAC did not consider this a preferable alternative as the reporting requirement would 
necessitate courts to take on unnecessary workload.  

Fiscal and Operational Impacts 
The proposal is not expected to result in any costs. Removing the requirement should ensure 
courts do not expend their resources to create the reports identified in the rule.  

 
4 Id. at p. 56. 
5 Ibid.  
6 Id. at p. 7.  
7 See Link A. 
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Request for Specific Comments 
In addition to comments on the proposal as a whole, the advisory committee is interested in 
comments on the following: 

• Does the proposal appropriately address the stated purpose? 

Attachments and Links 
1. Cal. Rules of Court, rule 2.253, at page 4  
2. Link A: Assembly Bill 976 (Stats. 2017, ch. 319), 

https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=201720180AB976. 

https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=201720180AB976


Rule 2.253 of the California Rules of Court would be amended, effective January 1, 
2023, to read: 

4 
 

Rule 2.253.  Permissive electronic filing, mandatory electronic filing, and electronic 1 
filing by court order 2 

 3 
(a) * * * 4 
 5 
(b) Mandatory electronic filing by local rule 6 
 7 

A court may require parties by local rule to electronically file documents in civil 8 
actions directly with the court, or directly with the court and through one or more 9 
approved electronic filing service providers, or through more than one approved 10 
electronic filing service provider, subject to the conditions in Code of Civil 11 
Procedure section 1010.6, the rules in this chapter, and the following conditions: 12 

 13 
(1)–(6) * * * 14 

 15 
(7) A court that adopts a mandatory electronic filing program under this 16 

subdivision must report semiannually to the Judicial Council on the operation 17 
and effectiveness of the court’s program.  18 

 19 
(c) * * * 20 
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This proposal has not been approved by the Judicial Council and is not intended to represent the views of 
the council, its Rules Committee, or its Legislation Committee. It is circulated for comment purposes only. 

 

D R A F T  I N V I T A T I O N  T O  C O M M E N T  
[ITC prefix as assigned]-__ 

Title 

Rules: Remote Access to Electronic Records 
by Appellate Appointed Counsel 
Administrators, Courts of Appeal, and the 
Habeas Corpus Resource Center 

Proposed Rules, Forms, Standards, or Statutes 

Amend rules 2.515, 2.521, 2.523, and 2.540 
of the California Rules of Court 

Proposed by 

Information Technology Advisory 
Committee 

Hon. Sheila F. Hanson, Chair 
 

 
Action Requested 

Review and submit comments by May 13, 
2022 

Proposed Effective Date 

January 1, 2023 

Contact 

Andrea L. Jaramillo, 916-263-0991, 
andrea.jaramillo@jud.ca.gov   

 

Executive Summary and Origin 
The Information Technology Advisory Committee (ITAC) proposes the Judicial Council amend 
rules 2.515, 2.521, 2.523, and 2.540 of the California Rules of Court1 to authorize trial courts to 
provide remote access to electronic records by administrators contracted to run appellate 
appointed counsel programs, the Courts of Appeal, and the Habeas Corpus Resource Center. The 
proposal originated with a recommendation from Sixth District Appellate Program staff. 

The Proposal 
The proposal would amend rules 2.515, 2.521, and 2.523 to authorize remote access for 
administrators operating programs for appellate appointed counsel. The proposal would also 
amend rule 2.540 to authorize remote access by Courts of Appeal and the Habeas Corpus 
Resource Center. The proposal is intended to remedy a problem causing significant 
inconvenience for appellate appointed counsel administrators, specifically difficulties obtaining 
records in person. The proposal is expected to alleviate the need for in-person requests for 

 
1 All further references to rules are to the California Rules of Court unless otherwise noted.  

http://www.courts.ca.gov/policyadmin-invitationstocomment.htm
mailto:andrea.jaramillo@jud.ca.gov
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records at the courthouse; timely obtaining the records has been a challenge during the COVID-
19 pandemic.  

The proposal originated with a recommendation from Sixth District Appellate Program (SDAP) 
staff. As SDAP staff explained to ITAC, the pandemic and staff shortages in trial courts have 
significantly impacted obtaining timely access court records in the sixth appellate district. Before 
the pandemic, SDAP would have staff make a weekly trip to the court to retrieve any needed 
court records. However, with the pandemic, some trial courts are now so backlogged that 
retrieving the court records can take months. This has a significant impact on programs like 
SDAP and clients being served through them because it delays processes and causes a lack of 
timely access to needed court records.  

Remote access by appellate appointed counsel administrators 

Appellate Appointed Counsel Administrators Operate in All Six Appellate Districts 
Under rule 8.300, Courts of Appeal are required to "adopt procedures for appointing appellate 
counsel for indigents not represented by the State Public Defender in all cases in which indigents 
are entitled to appointed counsel."2 Courts of Appeal are also required to evaluate the 
qualifications of appointed counsel, match appointed counsel with cases, and evaluate the 
performance of appointed counsel.3  

Rather than administering appointed counsel programs themselves, Courts of Appeal are 
authorized to "contract with an administrator having substantial experience in handling appellate 
court appointments to perform any of the duties prescribed[.]"4 Such appellate appointed counsel 
administrators are used in all six appellate districts.5 According to SDAP staff, criminal matters 
constitute the bulk of the work for appellate appointed counsel though they also handle juvenile 
justice, child welfare, and civil commitment cases.6  

One appellate contractor does not fall within the scope of rule 8.300: the California Appellate 
Project-San Francisco (CAP-SF). CAP-SF provides similar services as other appellate appointed 
counsel administrators, but only for indigent defendants sentenced to death. CAP-SF is funded 
through a contract with the Judicial Council and "assists in capital postconviction proceedings, 
supporting appointed counsel in challenging their clients' convictions and sentences on direct 
appeal and through habeas corpus proceedings."7 Under the California Rules of Court, CAP-SF, 
in addition to the State Public Defender, is qualified to serve on death penalty appeals.8 

 
2 Rule 8.300(a)(1). 
3 Rule 8.300(b)–(c). 
4 Rule 8.300(e)(1). 
5 A list of appellate projects is available online at https://www.courts.ca.gov/13714.htm (as of Feb. 14, 2022). 
6 In re J.W. (2002) 29 Cal.4th 200, 213 (indigent parents entitled to appointed counsel), In re Kevin S. (2003) 113 
Cal.App.4th 97, 119 (indigent minors entitled to appointed counsel), Conservatorship of Ben C. (2007) 40 Cal.4th 
529, 542 (conservatee entitled to appointed counsel).  
7 California Appellate Project-San Francisco, About CAP-SF, https://www.capsf.org/public/about.aspx (as of 
Jan. 19, 2022). 
8 Rule 8.604(g).  

https://www.courts.ca.gov/13714.htm
https://www.capsf.org/public/about.aspx
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Furthermore, "[w]hen a judgment of death is rendered, the superior court clerk must immediately 
send certified copies of the commitment" to CAP-SF and specified government entities.9  

The Current Rules on Remote Access to Electronic Court Records and Not Adequate to 
Address Remote Access by Appellate Appointed Counsel Administrators  
Under the current remote access rules, courts are authorized to provide counsel on appeal with 
remote access to electronic court records under rule 2.519. Subdivision (c) of rule 2.519 was 
designed to address access by counsel who are not counsel of record in the trial court. With their 
client's permission, counsel who are not counsel of record may access electronic court records 
remotely.  

However, according to SDAP staff, rule 2.519 is not sufficient to address access by appellate 
appointed counsel administrators, whose staff may need access to court records before counsel is 
appointed or when appointed counsel becomes unavailable. For example:  

• A potential client may contact an appellate appointed counsel administrator for help and 
the administrator would need access to records to determine if the client is entitled to 
appointed counsel. 

• If a criminal defendant files an appeal following a guilty plea, which requires a certificate 
of probable cause to appeal,10 but there is no certificate, the administrator may need to 
work with the defendant and view the defendant's court records to resolve the certificate 
of probable cause issue before counsel can be appointed. According to SDAP staff, this 
happens often. 

• Administrators need to view court records as part of their evaluation of the performance 
of appellate appointed counsel, which they are obligated to do.11  

• Finally, appointed counsel may become unavailable during the appeal and, if that occurs, 
the administrator may need to access court records to act on behalf of the client before 
new counsel can be appointed or facilitate transferring information to new counsel.  

Proposed Amendments to Authorize Remote Access by Appellate Appointed Counsel 
Administrators  
The proposal would amend rules 2.515, 2.521, and 2.523 to authorize remote access for appellate 
appointed counsel program administrators. 

Rule 2.515 provides an overview of which users may access electronic records under article 3 of 
chapter 2 of title 2 of the California Rules of Court, which governs remote access by specified 

 
9 Rule 8.603(b).  
10 Pen. Code, § 1237.5.  
11 See rule 8.300(d) (obligation to “review and evaluate the performance of each appointed counsel to determine 
whether counsel’s name should remain on the list at the same level, be placed on a different level, or be deleted from 
the list”). 
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users. The proposed amendment adds appellate appointed counsel administrators to the list of 
specified users.  

Rule 2.523 requires verification of persons authorized to access electronic records remotely 
under rules 2.515 through 5.521. Subdivision (d) of rule 2.523 describes the responsibilities of 
certain organizations to verify the identity of users from the organizations. The proposed 
amendment adds appellate appointed counsel administrators to the organizations included in 
subdivision (d).  

Rule 2.521 authorizes remote access by court-appointed persons. The proposed amendments 
bring appellate appointed counsel administrators within the rule's scope. ITAC considered a 
separate, standalone rule for appellate appointed counsel administrators. However, to preserve 
the logical organization of the rules, this would have necessitated renumbering several rules. 
Rules 2.517 through 2.522 current address remote access by specified users while rules 2.523 
through rule 2.528 address requirements related to remote access systems, such as security and 
conditions of access. ITAC considered proposing a new rule 2.523, and renumbering existing 
rules 2.523 through 5.528. However, ITAC decided it would be preferable and less confusing to 
amend an existing rule rather than adding a new rule and renumbering several rules. ITAC 
determined rule 2.251, which relates to remote access by court-appointed persons, was topically 
similar to the proposed amendments for appellate appointed counsel administrators. Accordingly, 
ITAC proposes amending rule 2.251to bring appellate appointed counsel administrators within 
its scope.  

The proposed amendments to rule 2.521 split subdivision (a) into two paragraphs. Paragraph (1) 
and its subparagraphs contain existing language about remote access by court-appointed persons. 
Paragraph (2) its subparagraphs address remote access by a person working for an appellate 
appointed counsel administrator. Subparagraph (B) lists the six appellate appointed counsel 
administrators by name. A new advisory committee comment related to subparagraph (B) is also 
included to note that more details about the appellate appointed counsel administrators, including 
physical and web addresses and contact information, are available on a Judicial Council's 
website. ITAC had considered describing the appellate appointed counsel administrators more 
generally but determined that specificity made the rule clearer.  

The proposed amendments add appellate appointed counsel administrators to subdivisions (c) 
and (d) of rule 2.251, but make no other substantive changes to those subdivisions. Under the 
amendments, persons working for appellate appointed counsel administrators may remotely 
access any electronic records they would have been entitled to view at the courthouse. They are 
authorized to remotely access records only for purposes of fulfilling the administrator's 
responsibilities, are prohibited from selling electronic records, and must comply with any of the 
court's terms for remote access.  

Remote access by Courts of Appeal 
Courts of Appeal are responsible for operating programs for appellate appointed counsel under 
rule 8.300. However, as noted previously, that rule authorizes them to contract the work to 
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administrators, which all the Courts of Appeal have done. A Court of Appeal that uses a contract 
administrator is responsible for providing "the administrator with the information needed to 
fulfill the administrator's duties."12 Extending remote access to Courts of Appeal should help 
facilitate information sharing to administrators if the administrators lack needed information. In 
addition, should a Court of Appeal choose to operate its own appointed counsel program rather 
than contracting with an administrator, the rule would facilitate the Court of Appeal meeting its 
rule 8.300 obligations. The draft proposal includes remote access to electronic records pertinent 
in case types in which a party is entitled to appointed counsel on appeal.  

Remote access by the Habeas Corpus Resource Center 
Like the California Appellate Project-San Francisco, the Habeas Corpus Resource Center 
(HCRC) only represents indigent defendants sentenced to death. In addition, it "recruits and 
trains attorneys to expand the pool of private counsel qualified to accept appointments in death 
penalty habeas corpus proceedings and serves as a resource to appointed counsel[.]"13 Unlike the 
appellate appointed counsel administrators described in the amendments to rule 2.521, HCRC is 
a government entity. Accordingly, the proposed amendments bring HCRC within the scope of 
rule 2.540, which addresses remote access by government entities. HCRC staff explained to 
ITAC that trial courts differ on how they categorize records in habeas corpus matters, with some 
using a distinct case type for habeas corpus and some including habeas corpus with the criminal 
case type. HCRC explained that remote access to "criminal electronic records" and "habeas 
corpus electronic records" would help it fulfill its obligations. Accordingly, the proposed 
amendments authorize courts to provide HCRC with remote access to those case types.   

Alternatives Considered  
As discussed previously, ITAC considered a standalone rule for remote access by appellate 
appointed counsel administrators but determined it would be preferable to amend rule 2.251 
instead. As also previously discussed, ITAC considered more general language to define the 
appellate appointed counsel administrators but determined it was clearer to list them by name. 
ITAC did not consider the alternative of the status quo to be preferable given the challenges in 
accessing needed records during the COVID-19 pandemic that SDAP described.  

Fiscal and Operational Impacts  
Courts may need to make system updates or execute new agreements to allow remote access by 
the new users described in the proposed amendments. Courts may need to train staff about what 
electronic records the new users described in the proposed amendments may remotely access. 
Rule 2.516 would require courts to authorize remote access by appellate appointed counsel 
administrators, but only to the extent it is feasible to do so. Financial and technological 
limitations may affect the feasibility of providing remote access. Costs and specific 

 
12 Rule 8.300(e)(2). 
13 Habeas Corpus Resource Center, https://www.hcrc.ca.gov/ (as of Feb. 14, 2022).  

Commented [JA1]: This reflects discussion of ITAC’s 
subcommittee on Feb. 3, 2022. This section will be updated, if 
needed, following the subcommittee meeting on Feb. 23 and full 
committee meeting on Feb. 25.  

https://www.hcrc.ca.gov/
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implementation requirements would vary across the courts depending on each court’s current 
capabilities and approach to providing services. 

Request for Specific Comments 
In addition to comments on the proposal as a whole, the advisory committee is interested in 
comments on the following: 

• Does the proposal appropriately address the stated purpose? 
• Are there additional case types that should be included with the proposed amendments 

to rule 2.540?  

The advisory committee also seeks comments from courts on the following cost and 
implementation matters: 

• Would the proposal provide cost savings? If so, please quantify. 
• What would the implementation requirements be for courts—for example, training 

staff on providing remote access (please identify position and expected hours of 
training), revising processes and procedures (please describe), modifying case 
management systems, modifying other systems, or implementing new systems? 

• Is implementation feasible at present or in the near future? If not, what are the barriers 
to implementation? 

Attachments and Links 
1. Cal. Rules of Court, rules 8.42 and 8.44, at pages 7–12 
2. Link A: California Rules of Court, Title 2, 

https://www.courts.ca.gov/cms/rules/index.cfm?title=two  

https://www.courts.ca.gov/cms/rules/index.cfm?title=two


Rules 2.515, 2.521, 2.523, and 2.540 of the California Rules of Court are amended, 
effective January 1, 2023, to read: 
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Rule 2.515.  Application and scope 1 
 2 
(a) * * * 3 
 4 
(b) Who may access 5 
 6 

The rules in this article apply to remote access to electronic records by: 7 
 8 

(1) A person who is a party; 9 
 10 

(2) A designee of a person who is a party; 11 
 12 

(3) A party’s attorney; 13 
 14 

(4) An authorized person working in the same legal organization as a party’s 15 
attorney; 16 

 17 
(5) An authorized person working in a qualified legal services project providing 18 

brief legal services; and 19 
 20 

(6) A court-appointed person.; and 21 
 22 
(7)   An authorized person working for an appellate appointed counsel 23 

administrator  24 
 25 

Advisory Committee Comment 26 
 27 

Article 2 allows remote access in most civil cases, and the rules in article 3 are not intended to 28 
limit that access. Rather, the article 3 rules allow broader remote access—by parties, parties’ 29 
designees, parties’ attorneys, authorized persons working in legal organizations, authorized 30 
persons working in a qualified legal services project providing brief services, and court-appointed 31 
persons, and authorized persons working for an appellate appointed counsel administrator—to 32 
those electronic records where remote access by the public is not allowed. 33 
 34 
Under the rules in article 3, a party, a party’s attorney, an authorized person working in the same 35 
legal organization as a party’s attorney, or a person appointed by the court in the proceeding, or 36 
an authorized person working for an appellate appointed counsel administrator basically has the 37 
same level of access to electronic records remotely that he or she would have if he or she were to 38 
seek to inspect the records in person at the courthouse. Thus, if he or she is legally entitled to 39 
inspect certain records at the courthouse, that person could view the same records remotely; on 40 
the other hand, if he or she is restricted from inspecting certain court records at the courthouse 41 
(e.g., because the records are confidential or sealed), that person would not be permitted to view 42 



Rules 2.515, 2.521, 2.523, and 2.540 of the California Rules of Court are amended, 
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the records remotely. In some types of cases, such as unlimited civil cases, the access available to 1 
parties and their attorneys is generally similar to the public’s but in other types of cases, such as 2 
juvenile cases, it is much more extensive (see Cal. Rules of Court, rule 5.552). 3 
 4 
For authorized persons working in a qualified legal services program, the rule contemplates 5 
services offered in high-volume environments on an ad hoc basis. There are some limitations on 6 
access under the rule for qualified legal services projects. When an attorney at a qualified legal 7 
services project becomes a party’s attorney and offers services beyond the scope contemplated 8 
under this rule, the access rules for a party’s attorney would apply. 9 
 10 
Rule 2.521.  Remote access by a court-appointed person or person working for an 11 

appellate appointed counsel administrator 12 
 13 
(a) Remote access generally permitted 14 
 15 

(1) Remote access by a court-appointed person 16 
 17 
(A) A court may grant a court-appointed person remote access to electronic 18 

records in any action or proceeding in which the person has been 19 
appointed by the court. 20 

 21 
(2)  (B) Court-appointed persons include an attorney appointed to represent a 22 

minor child under Family Code section 3150; a Court Appointed Special 23 
Advocate volunteer in a juvenile proceeding; an attorney appointed under 24 
Probate Code section 1470, 1471, or 1474; an investigator appointed under 25 
Probate Code section 1454; a probate referee designated under Probate Code 26 
section 8920; a fiduciary, as defined in Probate Code section 39; an attorney 27 
appointed under Welfare and Institutions Code section 5365; or a guardian ad 28 
litem appointed under Code of Civil Procedure section 372 or Probate Code 29 
section 1003. 30 

 31 
(2)  Remote access by a person working for an appellate appointed counsel 32 

administrator 33 
 34 

(A) A court may grant a person working for an appellate appointed counsel 35 
administrator remote access to electronic records.  36 

 37 
(B) Appellate appointed counsel administrators are contracted with the Courts 38 

of Appeal or Judicial Council to administer programs for appointed 39 
counsel on appeal. The appellate appointed counsel administrators are:  40 

 41 
(i) Appellate Defenders, Inc.  42 
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 1 
(ii) California Appellate Project – Los Angeles,  2 

 3 
(iii) California Appellate Project – San Francisco, 4 

 5 
(iv) Central California Appellate Program 6 

 7 
(v) First District Appellate Project, and 8 

 9 
(vi) Sixth District Appellate Program. 10 

 11 
Staff Comments: The first draft of the proposal described most of these generally as 12 
“organizations contracted to perform the duties prescribed in rule 8.300 of the 13 
California Rules of Court.” However, the language may create practical problems if trial 14 
court staff are unfamiliar with such organizations. The proposed language now lists all 15 
of the appellate appointed counsel administrators by name. In addition, the advisory 16 
comment, below, includes to a link to a Judicial Council website that provides a 17 
significant level of detail about the organizations such as their addresses, phone 18 
numbers, web addresses, and names of executive directors. The goal is to be specific with 19 
the trial courts about who these organizations are. 20 
 21 

(C) "Working for an appellate appointed counsel administrator" under this 22 
rule includes attorneys, employees, contractors, and volunteers. 23 

 24 
Staff comments: This is like organizational access authorized under rules 2.520 and 25 
2.522.   26 
 27 

(D) An appellate appointed counsel administrator may designate which 28 
persons it authorizes to have remote access, and must certify that the 29 
authorized persons work for the appellate project.  30 

 31 
Staff comments: This is like organizational access under rules 2.520 and 2.522. 32 
 33 
(b) Level of remote access 34 
 35 

A court-appointed person or person working for an appellate appointed counsel 36 
administrator may be provided with the same level of remote access to electronic 37 
records as the court-appointed person would be legally entitled to if he or she were 38 
to appear at the courthouse to inspect the court records. 39 

 40 
(c) Terms of remote access 41 
 42 
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(1) Remote access only for purpose of fulfilling responsibilities 1 
 2 
(A) A court-appointed person may remotely access electronic records only for 3 

purposes of fulfilling the responsibilities for which he or she was 4 
appointed. 5 

 6 
(B) A person working for an appellate appointed counsel administrator may 7 

remotely access electronic records only for purposes of fulfilling the 8 
administrator’s responsibilities.  9 

 10 
(2) Any distribution for sale of electronic records obtained remotely under the 11 

rules in this article is strictly prohibited. 12 
 13 

(3) All laws governing confidentiality and disclosure of court records apply to 14 
the records obtained under this article. 15 

 16 
(4) A court-appointed person or person working for an appellate appointed 17 

counsel administrator must comply with any other terms of remote access 18 
required by the court. 19 

 20 
(5) Failure to comply with these rules may result in the imposition of sanctions, 21 

including termination of access. 22 
 23 

Advisory Committee Comment 24 
 25 
Subdivision (a)(2)(B). A detailed list of appellate appointed counsel administrators, including 26 
physical and web addresses and contact information, is available on the Judicial Council’s web 27 
site at https://www.courts.ca.gov/13714.htm.  28 
 29 
Rule 2.523.  Identity verification, identity management, and user access 30 
 31 
(a)- (c) * * * 32 
 33 
(d) Responsibilities of the legal organizations, or qualified legal services projects, 34 

or appellate appointed counsel administrators 35 
 36 

(1) If a person is accessing electronic records on behalf of a legal organization, 37 
or qualified legal services project, or appellate appointed counsel 38 
administrator, the organization or project must approve granting access to 39 
that person, verify the person’s identity, and provide the court with all the 40 
information it directs in order to authorize that person to have access to 41 
electronic records. 42 

https://www.courts.ca.gov/13714.htm
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 1 
(2) If a person accessing electronic records on behalf of a legal organization, or 2 

qualified legal services project, or appellate appointed counsel administrator 3 
leaves his or her position or for any other reason is no longer entitled to 4 
access, the organization or project must immediately notify the court so that it 5 
can terminate the person’s access. 6 

 7 
Staff comments: This brings the same responsibilities to appellate appointed counsel 8 
administrators that other organizations have under the rules.  9 
 10 
(e) * * * 11 
 12 
Rule 2.540.  Application and scope 13 
 14 
(a) * * * 15 
 16 
(b) Level of remote access 17 
 18 

(1) A court may provide authorized persons from government entities with 19 
remote access to electronic records as follows: 20 

 21 
(A)-(P) * * * 22 

 23 
(Q) California Courts of Appeal: child welfare electronic records, criminal 24 

electronic records, juvenile justice electronic records, and mental health 25 
electronic records. 26 

 27 
Staff comments: This reflects the types of cases for which parties are entitled to 28 
appointed counsel on appeal. Courts of Appeal could provide this information to their 29 
contracted appellate appointed counsel administrators. If a Court of Appeal chose to 30 
operate its own appointed counsel program instead of contracting it to an administrator, 31 
this would also ensure remote access to the appropriate records for the court’s program.  32 
 33 

(R) Habeas Corpus Resource Center: criminal electronic records and 34 
habeas corpus electronic records. 35 

 36 
Staff comments: According to Habeas Corpus Resource Center staff, some courts keep 37 
habeas records with the criminal records, but others keep them as separate habeas 38 
corpus records. Accordingly, HCRC requested “habeas corpus electronic records” 39 
specifically be included.  40 
 41 
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(Q)(S) For good cause, a court may grant remote access to electronic 1 
records in particular case types to government entities beyond those 2 
listed in (b)(1)(A)–(P). For purposes of this rule, “good cause” means 3 
that the government entity requires access to the electronic records in 4 
order to adequately perform its legal duties or fulfill its responsibilities 5 
in litigation. 6 

 7 
(R)(T) All other remote access for government entities is governed by 8 

articles 2 and 3. 9 
 10 

(2) Subject to (b)(1), the court may provide a government entity with the same 11 
level of remote access to electronic records as the government entity would 12 
be legally entitled to if a person working for the government entity were to 13 
appear at the courthouse to inspect court records in that case type. If a court 14 
record is confidential by law or sealed by court order and a person working 15 
for the government entity would not be legally entitled to inspect the court 16 
record at the courthouse, the court may not provide the government entity 17 
with remote access to the confidential or sealed electronic record. 18 

 19 
(3) This rule applies only to electronic records. A government entity is not 20 

entitled under these rules to remote access to any documents, information, 21 
data, or other types of materials created or maintained by the courts that are 22 
not electronic records. 23 

 24 
(c) * * * 25 
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Executive Summary and Origin 
The Information Technology Advisory Committee (ITAC) proposes the Judicial Council amend 
rule 2.519 of the California Rules of Court1 to authorize trial courts to provide private criminal 
defense attorneys remote access to criminal electronic records. The proposal originates with the 
California Attorneys for Criminal Justice, an advocacy organization comprised of criminal 
defense lawyers and associated professionals.  

The Proposal 
The proposal would amend rule 2.519 to authorize the court to allow an attorney representing a 
party in a criminal action to remotely access any criminal electronic records the attorney would 
be legally entitled to view at the courthouse.  

The purpose of the proposal is to ensure the rules on remote access treat private criminal defense 
counsel on par with public defenders and prosecutors. According to the California Attorneys for 
Criminal Justice (CACJ), this change is needed because the current rules are unfair because they 
do not provide parity between private defense counsel and public defender. For example, the 
current rules do not allow a private attorney to remotely access criminal electronc records other 

 
1 All further references to rules are to the California Rules of Court unless otherwise noted.  
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than those of their client’s; thus, they could not remotely access electronic records in cases of 
witnesses or co-defendants. 

CACJ’s originally proposed amending rule 2.540 to include private counsel within its scope. 
However, rule 2.540 specifically addresses remote access by persons working for government 
entities only and is located in an article of the rules exclusive to government entities. As such, 
ITAC determined the proposed changes would be more suitable in amendments to rule 2.519, 
which includes private attorneys within its scope. Accordingly, ITAC developed a revised 
proposal to amend rule 2.519 instead of rule 2.540.  

The proposed amendments authorize courts to allow attorneys representing a party in a criminal 
case to remotely access any criminal electronic records that the attorney would have been 
entitled to view at the courthouse. The terms for remote access will apply in this instance. 
Specifically, the attorney: 

• May remotely access the electronic records only for the purpose of assisting the party 
with the party’s court matter,  

• May not distribute for sale any electronic records obtained remotely under the rules in 
this article. Such sale is strictly prohibited. 

• Must comply with any other terms of remote access required by the court.2 

Failure to comply with these terms can result in sanctions, including termination of remote 
access.3 These terms should help guard against the use of remote access for purposes such as 
selling access to electronic criminal records.  

In addition to the terms for remote access, the rules include other provisions designed to protect 
against unauthorized remote access or improper use of remote access. For example, rule 2.523 
requires user identity verification, rule 2.524 requires remote access to sealed or confidential to 
be “provided through a secure platform and any electronic transmission of the information must 
be encrypted,” rule 5.525 limits searches to searches by case number or case caption, and rule 
5.526 encourages courts to utilize audit trails so when an electronic record is accessed remotely, 
there is a record of that remote access.  

Alternatives Considered 
As discussed above, ITAC considered CACJ’s proposal to amend rule 2.540, but determined 
revising the proposal to amend rule 2.519 instead was more appropriate. Additional alternatives 
considered were the status quo, limiting remote access by public defenders rather than 
broadening remote access by private attorneys, and providing attorneys remote access to any 
electronic record they could access at the courthouse.  

 
2 Rule 2.519(d)(1)-(3). 
3 Rule 2.519(d)(4). 
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The Status Quo 
ITAC considered the status quo. The problem with the status quo raised by CACJ is that a 
private attorney would still need to visit a courthouse to access certain criminal court records, 
e.g. criminal court records of a co-defendant, whereas a public defender or prosecutor would not. 
This is a concern if it may impact the quality of representation of a criminal defendant if needed 
records are burdensome to obtain. ITAC seeks specific comment on that issue.  
 
The benefit of the status quo is that it limits the dissemination of criminal electronic records. The 
rules prohibit the general public from viewing criminal electronic records remotely.4 While such 
records are open to the public, unless sealed or confidential, they can contain highly sensitive 
information. Accordingly, “practical obscurity” was built into the rules by prohibiting remote 
access to certain types of electronic records, including criminal electronic records, and limiting 
the viewing of such records to the courthouse.5 This was intentional to help prevent widespread 
public dissemination of such records.6  
 
However, the Judicial Council recognized that there are persons and entities that are not the 
public at large, such as parties and their counsel, that the rules did not address and that courts 
were addressing in a piecemeal, ad hoc fashion.7 Accordingly, nine Judicial Council advisory 
committees formed a subcommittee that developed rules for remote access to electronic records 
that is different than public access.8 Under the remote access rules, criminal electronic records 
are available to specified users including private criminal defense attorneys, but private attorneys 
are currently limited to remotely accessing their client’s records.9 
 
Broadening remote access to criminal electronic records by private counsel would lessen the 
“practical obscurity” of such records. However, given that the proposed amendment is limited in 
scope as it applies only to attorneys representing parties in criminal cases, attorneys are bound by 
professional obligations to be honest with the court,10 and attorneys are bound by the terms of 
remote access described in rule 2.519(d), ITAC determined the proposed amendments should 
strike an appropriate balance between privacy and access to provide private criminal defense 
counsel with access on par with public defenders. ITAC seeks specific comment on this issue, 
however.  

 
4 Rule 2.503(c)(5). 
5 Administrative Office of the Courts Manager Charlene Hammitt and Special Consultant Victor Rowley, mem. to 
Chief Justice Ronald M. George and Members of the Judicial Council, Dec. 10, 2001, pp. 1-6 (discussing the 
reasons for precluding remote access to specific electronic records in proposed rule 2073(c), the predecessor to 
current rule 2.503(c)). A copy of the memorandum is attached to at pages 8-23. 
6 Ibid.  
7 Judicial Council of Cal., Advisory Com. Rep., Rules and Forms: Remote Access to Electronic Records (Aug. 31, 
2018), available online at https://jcc.legistar.com/View.ashx?M=F&ID=6613671&GUID=DA39F21F-B0F6-464E-
8E33-1A771C41B679 (as of Feb. 15, 2022).  
8 Ibid. 
9 Rule 2.519(a)-(b).  
10 Cal. State Bar, Rules Prof. Conduct, rule 3.3 (candor toward tribunal), available online at 
https://www.calbar.ca.gov/Portals/0/documents/rules/Rule_3.3-Exec_Summary-Redline.pdf (as of Feb. 15, 2022).  

https://jcc.legistar.com/View.ashx?M=F&ID=6613671&GUID=DA39F21F-B0F6-464E-8E33-1A771C41B679
https://jcc.legistar.com/View.ashx?M=F&ID=6613671&GUID=DA39F21F-B0F6-464E-8E33-1A771C41B679
https://www.calbar.ca.gov/Portals/0/documents/rules/Rule_3.3-Exec_Summary-Redline.pdf
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Limiting Remote Access by Public Defenders 
Instead of expanding the scope of electronic records that private counsel can access remotely, 
one alternative to provide parity of remote access with public defenders would be limiting the 
scope of public defenders' remote access to only those clients represented by the public 
defender’s office.  
 
ITAC considered this approach undesirable for a few reasons. First, it may be impractical and 
controversial, especially for courts that have already established a remote access for public 
defenders. Second, it would also create a new parity issue: all criminal defense attorneys would 
have remote access that is less than what prosecutors could have under the rules. Finally, it is 
inconsistent with the intent expressed in the Advisory Committee Comment on rule 2.540 that 
the rule does “not restrict courts to providing remote access only to local government entities in 
the same county in which the court is situated.” Accordingly, this was the least desirable 
alternative to the proposed amendments and the status quo.  

Providing Attorneys Remote Access to Any Electronic Record They Could Access at the 
Courthouse 
ITAC considered whether there was a broader issue of providing attorneys remote access to any 
electronic records that they could access at the courthouse. This also raised concerns about 
remote access versus practical obscurity. Ultimately, ITAC determined while this issue may be 
explored more in the future, that will require the participation of other Judicial Council advisory 
committees and is well beyond the scope of CACJ’s original proposal. Accordingly, ITAC kept 
the scope of the current proposal to the scope CACJ originally proposed.   

Fiscal and Operational Impacts 
While the proposed rule amendment would authorize courts to allow remote access to electronic 
criminal records by private criminal defense counsel, courts would need to implement 
appropriate technological updates in their systems to accomplish it and provide training to staff 
about the update. While the aim of the remote access rules is for courts to provide remote access 
to certain users, including private counsel, the rules recognize that courts have varying financial 
means, security resources, or technical capabilities to allow them to implement remote access 
systems.11 Thus, implementation is only required to the extent it is feasible for a court to do so.12 

 
11 Rule 2.516. 
12 Rule 2.516. 
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Request for Specific Comments 
In addition to comments on the proposal as a whole, the advisory committee is interested in 
comments on the following: 

• Does the proposal appropriately address the stated purpose? 
• If rule is not amended, in what ways would that impact the quality of a defendant’s 

representation for a defendant represented by private counsel?   
• Does the proposal adequately strike a balance between privacy and remote access to 

criminal electronic records by criminal defense attorneys? If not, why not?  
• Should remote access be broader than what the proposal provides? 
• Should remote access be narrower than what the proposal provides? 

The advisory committee also seeks comments from courts on the following cost and 
implementation matters: 

• Would the proposal provide cost savings? If so, please quantify. 
• What would the implementation requirements be for courts—for example, training 

staff (please identify position and expected hours of training), revising processes and 
procedures (please describe), changing docket codes in case management systems, or 
modifying case management systems? 

• Is implementation feasible at present or in the near future? If not, what are the barriers 
to implementation?  

Attachments and Links 
1. Cal. Rules of Court, rule 2.519, at pages 6–7. 
2. Administrative Office of the Courts Manager Charlene Hammitt and Special Consultant 

Victor Rowley, memorandum to Chief Justice Ronald M. George and Members of the 
Judicial Council, Dec. 10, 2001, regarding proposed rules on electronic access to court 
records, at pages 8–23. 

3. Link A: Cal. Rules of Court, rule 2.516, 
https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_516  

4. Link B: Cal. Rules of Court, rule 2.523,  
5. https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_523  
6. Link C: Cal. Rules of Court, rule 2.524,  
7. https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_524  
8. Link D: Cal. Rules of Court, rule 2.525,  
9. https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_525  
10. Link E: Cal. Rules of Court, rule 2.526,  
11. https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_526  
12. Link F: Cal. Rules of Court, rule 2.540, 

https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_540   

https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_516
https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_523
https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_524
https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_525
https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_526
https://www.courts.ca.gov/cms/rules/index.cfm?title=two&linkid=rule2_540
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Rule 2.519.  Remote access by a party’s attorney 1 
 2 
(a) Remote access generally permitted 3 
 4 

(1) A party’s attorney may have remote access to electronic records in the party’s 5 
actions or proceedings under this rule or under rule 2.518. If a party’s 6 
attorney gains remote access under rule 2.518, the requirements of rule 2.519 7 
do not apply. 8 

 9 
Staff comments: The above change is to account for the broader access afforded under 10 
new subdivision (b)(2), below. 11 
 12 

(2) If a court notifies an attorney of the court’s intention to appoint the attorney 13 
to represent a party in a criminal, juvenile justice, child welfare, family law, 14 
or probate proceeding, the court may grant remote access to that attorney 15 
before an order of appointment is issued by the court. 16 

 17 
(b) Level of remote access 18 

 19 
(1) A party’s attorney may be provided remote access to the same electronic 20 

records in the party’s actions or proceedings that the party’s attorney would 21 
be legally entitled to view at the courthouse. 22 

 23 
(2) An attorney representing a party in a criminal action may be provided remote 24 

access to any electronic criminal records that the attorney would be legally 25 
entitled to view at the courthouse.  26 

 27 
Staff comments: With the above change, attorneys representing parties in criminal cases 28 
will not be limited to their own party’s electronic criminal records. This is consistent with 29 
what the California Attorneys for Criminal Justice sought in their original proposal. 30 

 31 
(c) Terms of remote access applicable to an attorney who is not the attorney of 32 

record 33 
 34 

Except as provided in subdivision (b)(2), anAn attorney who represents a party, but 35 
who is not the party’s attorney of record in the party’s actions or proceedings, may 36 
remotely access the party’s electronic records, provided that the attorney: 37 

 38 
Staff comments: The addition of subdivision (b)(2) would allow attorneys representing 39 
criminal defendants to access any remote electronic criminal records they could view at 40 
the courthouse. As such, the provisions of subdivision (c) will not apply to such access. 41 
Subdivision (c) is focused on access to a party’s electronic records with the party’s 42 
consent.   43 
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 1 
 2 

(1) Obtains the party’s consent to remotely access the party’s electronic records; 3 
and 4 

 5 
(2) Represents to the court in the remote access system that he or she has 6 

obtained the party’s consent to remotely access the party’s electronic records. 7 
 8 
(d) Terms of remote access applicable to all attorneys 9 
 10 

(1) A party’s attorney may remotely access the electronic records only for the 11 
purpose of assisting the party with the party’s court matter. 12 

 13 
(2) A party’s attorney may not distribute for sale any electronic records obtained 14 

remotely under the rules in this article. Such sale is strictly prohibited. 15 
 16 

(3) A party’s attorney must comply with any other terms of remote access 17 
required by the court. 18 

 19 
(4) Failure to comply with these rules may result in the imposition of sanctions, 20 

including termination of access. 21 
 22 

Advisory Committee Comment 23 
 24 

Subdivision (c). An attorney of record will be known to the court for purposes of remote access. 25 
However, a person may engage an attorney other than the attorney of record for assistance in an 26 
action or proceeding in which the person is a party. For example, a party may engage an attorney 27 
to (1) prepare legal documents but not appear in the party’s action (e.g., provide limited-scope 28 
representation); (2) assist the party with dismissal or sealing of a criminal record when the 29 
attorney did not represent the party in the criminal proceeding; or (3) represent the party in an 30 
appellate matter when the attorney did not represent the party in the trial court. Subdivision (c) 31 
provides a mechanism for an attorney not of record to be known to the court for purposes of 32 
remote access. 33 
 34 
Because the level of remote access is limited to the same court records that an attorney would be 35 
entitled to access if he or she were to appear at the courthouse, an attorney providing undisclosed 36 
representation would only be able to remotely access electronic records that the public could 37 
access at the courthouse. The rule essentially removes the step of the attorney having to go to the 38 
courthouse. 39 
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Rule 2073( c ), however, would require courts to restrict access to electronic versions of 
the documents and other records that are found in case files. Under this rule, only case 
files in civil cases would be available remotely. Files in other types of cases, which are 
listed in 2073( c ), would not be accessible remotely at this time. 

The proposed rules represent an initial approach to providing remote access to electronic 
case files that are likely to contain sensitive and personal information. Electronic records 
in all case types could be available through terminals at the courthouse. This approach 
provides them the same de facto privacy protection traditionally afforded paper records. 
The United States Supreme Court has characterized this protection as a "practical 
obscurity" that is attributable to the relative difficulty of gathering paper files. See United 
States Dep 't of Justice v. Reporters Committee for Freedom of the Press 489 U.S. 7 49 
[109 S.Ct. 1468, 103 L.Ed.2d 774). 

Delivery of court records on the Internet constitutes publication and typically facilitates 
republication. With the exception of docket information, trial courts generally have not 
be~n publishers of case records. Electronically published data can be easily copied 
disseminated, and its dissemination is irretnevably beyond the court's control. 
Publication of court records on the Internet creates a much greater threat to privacy 
interests than does access to paper records, or access to electronic records through 
terminals at the courthouse. 

The case-types set out in rule 2073 ( c) would be precluded from remote access for the 
following reasons: 

• Sensitive personal information unrelated to adjudication. Courts sometimes collect 
sensitive personal information that has no bearing on the merits of a case but that 
assists the court in contacting parties or in record keeping. Such information could 
include unlisted home telephone numbers, home addresses, driver's license numbers, 
and Social Security numbers. Before such information is published on the Internet, the 
Judicial Council should survey trial courts to identify the sensitive or personal 
information they collect, determine whether or not this information is essential to 
workload management, and then consider how to protect such information when it is 
legitimately needed. 

• Privacy of involuntary participants. Individuals who are sued, subpoenaed, or 
summoned for jury duty are involuntary participants in legal proceedings and may be 
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compelled to provide the court with sensitive personal information. As records 
custodians, courts should proceed with caution in publishing such information, as it 
has relatively little relevance to the public's ability to mom tor the institutional 
operation of the courts but relatively great impact on the privacy of citizens who come 
in contact with the court as defendants, litigants, witnesses, or jurors. Publication of 
sensitive financial, medical, or family information provided by involuntary court 
participants could, for instance, harm individuals by holding them up to ridicule, 

'-damaging their personal relationships, and foreclosing business opportunities. 

• Investigations in criminal cases. The Federal Judicial Conference1 in September 2001 
adopted a policy that makes criminal cases unavailable remotely for a two-year period. 
The Judicial Conference identified two reasons for this exclusion of criminal cases. 
First, electromc publication of criminal case records could Jeopardize investigations 
that are under way and create safety risks for victims, witnesses, and their families. 
Second, access to preindictment information, such as unexecuted arrest and search 
warrants, could severely hamper law enforcement efforts and put law enforcement 
personnel at risk. These reasons would apply to the proposed California policy as well. 

• Criminal histories. Allowing remote electronic access to criminal cases would greatly 
facilitate the compilation of individual criminal histories, in contravention of public 
policy as established in statute. (See Westbrook v. City of Los Angeles (1994) 27 
Cal.App.4th 157 [court note required to provide to public database containing criminal 
case information].) For this reason, the Attorney General supports excluding criminal 
cases from remote electronic access: 

Our principal concern is with criminal records and the threat that the electronic 
release of these records poses to individual privacy and to the legislative and 
judicial safeguards that have been created to insure that only accurate information 
is disclosed to authorized recipients. (Se~, e.g., Penal Code sec. 11105.) The 

I " 
"The federal court system governs itself on the national level through the Judicial Conference of the Umted States 

The Judicial Conference is a body of 27 federal Judges It is composed of the Chief Justice of the Umted States, who' 
serves as the presidmg officer, the chief Judges of the 13 courts of appeal, the chief Judge of the Court of 
International Trade, and 12 distnct Judges from the regional circuits who are chosen by the Judges of their circuit to 
serve terms of three years The Judicial Conference meets twice yearly to consider pohcy issues affecting the federal 
courts, to make recommendations to Congress on legislation affecting the Judicial system, to propose amendments to 
the federal rules of practice and procedure, and to consider the admm!strative problems of the courts " See 
http·/ /www. uscourts gov /understandmg_ courts/89914 htm 
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electronic dissemination of criminal records is a tremendous danger to individual 
privacy because it will enable the creation of virtual rap sheets or private databases 
of criminal proceedings which will not be subject to the administrative, legislative 
or judicial safeguards that currently regulate disclosure of criminal record 
information. (Letter from Attorney General Daniel E. Lungren commenting on 
draft rules (March 6, 1997); See letter from Attorney General Bill Lockyer (Dec. 
15, 2000), reaffirming position taken in March 6, 1997 letter.) 

• Risk of physical harm to victims and witnesses. The safety of victims and witnesses 
could be compromised if courts were to publish their addresses, telephone numbers, 
and other information that would allow them to be located. Such risk is perhaps most 
common in criminal and family cases. 

• Fraud and identity theft. Although sensitive personal information, such as Social 
Security and financial account numbers, may already be available in paper files at the 
courthouse, its "practical obscurity" has provided it with de facto privacy protection. 
Publishing such information on the Internet exposes it to a substantial risk of criminal 
misuse. Participation in court proceedings, whether voluntary or involuntary, should 
not expose participants to such victimization. 

• Determination of reliability. Ex parte allegations, particularly in family cases, present 
a problem in that they may be skewed by self-interest and subsequently determined to 
be unreliable. Although such allegations could be read in case files at the courthouse, 
the physical demands of accessing such files would afford them "practical obscurity." 
Courts should not broadcast ex parte allegations on the Internet until there are policies 
and procedures to address the problems of unvetted ex parte allegations. 

• Statutory rehabilitation pohcies. Various sections of the Penal Code allow for sealing 
of a defendant's criminal record provided that certain conditions are met. Such sealing 
does not occur by operation of law; see for instance the entries on arrest or conviction 
for marijuana possession and the record of a "factually innocent" defendant in Table 1. 
If such information is published before conditions for sealing are met, the publication 
would make the subsequent sealing ineffectual and thus thwart the rehabilitative intent 
of the authorizing legislation. Admittedly, information could be published from files 
accessed at the courthouse, but the "practical obscurity" of such files has lessened the 
likelihood of publication and reduced the risk of thwarting rehabilitation policies. 
Publication on the Internet would make it difficult to implement such policies. 

11



Chief Justice Ronald M. George 
December 5, 2001 
Page 5 

• Tools to apply confidentiality policies. By statute, courts are obligated to protect 
confidential information .in many types of case _records, including some of the types of 
case records specified in rule 2073(c) (see Table 1). This obligation may be absolute 
or defined by statutorily set or judicially determined time limits. Courts have 
traditionally met these obhgations on an ad hoc basis, as mdividual case records have 
been requested at the courthouse. To respond in a responsible manner to remote 
electronic requests, courts would need to meet these obligations by applying 
appropriately protective criteria to all records, not only those that are requested but 
those that might be. Courts simply do not have staff who can review and monitor all 
records to make them available for remote electronic access. They will need to use 
automated tools to address the review and monitoring problem. Effective tools should 
be based on standards. Standards should then be applied by case management 
systems. Until these standards can be developed and applied by case management 
systems, the proposed rules would make specified case types unavailable by remote 
electronic access. 

• Inadvertent exposure of sensitive or personal information Parties to the excepted case 
types (particularly family law) who are unaware that sensitive or personal information 
included in court filings is publicly accessible will also be unaware they can take steps 
to protect such information, by requesting a sealing or protective order. For example, 
in family law proceedings, it is not unusual for litigants to attach copies of their tax 
returns to their filings, even though tax returns are made confidential by statute. 
Similarly, in family law proceedings, allegations of abuse are not uncommon; 
however, litigants may not be aware that there are procedures for limiting public 
access to this highly sensitive and personal information to protect not only their own 
privacy, but that of their mmor children. The exceptions to remote access in rule 2073 
( c) afford time for the Judicial Council to consider how the privacy interests of 
litigants, particularly the self-represented, might be protected before courts 
electronically publish case files that include sensitive or personal information that 
litigants have inadvertently disclosed. 

Policy development. While the proposed rules encourage courts to use technology to 
facilitate access to court records (in accordance with long-term goals of the judicial 
branch), they do so cautiously, providing breathing room while privacy issues and 
records policies are more thoroughly reexamined at state and federal levels. The rules 
allow remote access to civil case files. Civil cases do present some of the same privacy 1 
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concerns discussed above, but generally to a lesser degree than in the types of case 
records that are unavailable under 2073( c ). The courts' experiences with remote access 
to civil cases will guide the council's policy-making in the future. This incremental 
approach allows further debate and experimentation. Such an approach is in line with the 
approach adopted by the Judicial Conference of the Umted States and other states. 
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Recommendation 

 

The Traffic Advisory Committee recommends rule 4.336 be revised to protect defendant’s 
financial information submitted for online ability-to-pay determinations.  

  
Background  
 

Courts currently can use paper forms to allow a litigant to request an ability-to-pay determination 
(the plain language form Can’t Afford to Pay Fine: Traffic and Other Infractions (form TR-
320/CR 320)). The act of appearing in court or traveling to court poses a barrier to many: it often 
requires taking time off work, securing childcare, and/or finding transportation. Furthermore, the 
TR-320/CR-320 can only be used for cases that are adjudicated.  
 
 

https://www.courts.ca.gov/documents/tr320.pdf
https://www.courts.ca.gov/documents/tr320.pdf
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The 2018 State Budget included a pilot program to increase public access to the courts by 
authorizing the online adjudication of infraction violations including online ability-to-pay 
determinations. The catalyst for this pilot program was the high cost of fines and fees associated  
with traffic infractions and the resulting impact on low-income individuals who are unable to pay 
them. The Judicial Council began studying options to minimize the impact of high fines and fees 
on low-income court users in 2016 with a successful grant proposal to the U.S. Department of 
Justice under the Price of Justice Initiative. With seed funding from the grant, the Judicial 
Council and partner pilot courts (first in San Francisco, Santa Clara, Shasta, Tulare, and Ventura 
Counties) designed a process to conduct ability-to-pay determinations online. That effort 
included identifying online workflows, selecting a software vendor to develop a prototype, and 
testing interfaces with partner court case management systems (CMS). The resulting prototype, 
named MyCitations, allows users to make online requests for reductions in traffic fines and fees 
based on an individual’s ability-to-pay. MyCitations also takes pleas, allowing defendants to 
request an ability-to-pay determination for unadjudicated cases.  
 
Assembly Bill No. 143 (chapter 79, Statutes of 2021) authorized statewide expansion of online 
ability to pay determinations. Currently seven courts have adopted MyCitations including the 
Superior Courts of Fresno, Monterey, San Francisco, Santa Clara, Shasta, Tulare and Ventura. 
Several additional courts in the planning and implementation stage but not yet live.  

 
Discussion  

 

Current rule 4.336 provides that the form TR-320/CR-320, the information contained on the 
form, and any supporting documentation (1) are confidential, (2) may only be accessed by the 
parties and the court, and (3) must be maintained by the clerk’s office in a manner that protects 
and preserves their confidentiality. However, current rule 4.336 does not address online options 
for ability-to-pay determinations. As MyCitations expands statewide, the confidentiality of 
financial information should likewise be expanded to include online options.  
 

The Traffic Advisory Committee recommends that the summary and supporting documentation 
for online ability-to-pay determinations be kept confidential due to the personal nature of the 
financial information.  
 
 

https://www.courts.ca.gov/cms/rules/index.cfm?title=four&linkid=rule4_336


 1 
Rule 4.336.  Confidential Can't Afford to Pay Fine Forms and Online Request 2 

Summaries 3 
 4 
(a) Use of paper request and order forms  5 
 6 

(1) A court uses the information on Can't Afford to Pay Fine: Traffic and Other 7 
Infractions (form TR-320/CR-320) to determine an infraction defendant's 8 
ability to pay under rule 4.335. 9 

 10 
(2) A court may use Can't Afford to Pay Fine: Traffic and Other Infractions 11 

(Court Order) (form TR-321/CR-321) to issue an order in response to an 12 
infraction defendant's request for an ability-to-pay determination under rule 13 
4.335 14 

 15 
(b) Use of online request and request summary 16 
 17 

(1) A court uses the information submitted electronically through MyCitations or 18 
other online options to determine an infraction defendant’s ability-to-pay under 19 
rule 4.335.   20 

(2) The MyCitations online tool creates an electronic request summary of the 21 
financial information. The court retains the request summary as a record.  22 

 23 
(c) Confidential request form 24 
 25 

Can't Afford to Pay Fine: Traffic and Other Infractions (form TR-320/CR-320), 26 
the information it contains, and any supporting documentation are confidential. 27 
The clerk's office must maintain the form and supporting documentation in a 28 
manner that will protect and preserve their confidentiality. Only the parties and the 29 
court may access the form and supporting documentation. 30 

(d)     Confidential electronic request summary 31 
 32 

The electronic request summary and the information it contains, and any 33 
supporting documentation are confidential. The clerk's office must maintain the 34 
electronic request summary and supporting documentation in a manner that will 35 
protect and preserve their confidentiality. Only the parties, the court, and the 36 
Judicial Council may access the electronic request summary and supporting 37 
documentation.  38 

(e)    Optional request and order forms 39 



Can't Afford to Pay Fine: Traffic and Other Infractions (form TR-320/CR-1 
320) and Can't Afford to Pay Fine: Traffic and Other Infractions (Court 2 
Order) (form TR-321/CR-321) are optional forms under rule 1.35. 3 

 4 
 5 
  6 
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Please Review 
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Contact 
Jamie Schechter, Attorney 
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jamie.schechter@jud.ca.gov 

 

 
Recommendation 
 

The Traffic Advisory Committee recommends rule 4.220 be revised to provide standardization 
for remote proceedings.   

 
Background  

 

On April 6, 2020, emergency rules 3 and 5 (ER 3 and 5) were adopted by the Judicial Council in 
response to the COVID-19 pandemic. Together, ER 3 and 5 effectively authorize courts to 
conduct any criminal proceeding remotely, with the consent of the defendant. (See Cal. Rules of 
Court, Appendix I, emergency rules 3 & 5.) Over the course of 2020-2021, courts across 
California began holding remote criminal proceedings, including infraction proceedings, 
pursuant to the emergency rules. Several courts have raised concerns that California Rules of 
Court, rule 4.220 is inconsistent with how courts conduct remote proceedings. Furthermore, in 
July 2021, the Governor signed Assembly Bill 143. Section 35 of AB 143 added Penal Code 
section 1428.5 which allows courts, with the defendant’s consent, to conduct all infraction  

https://www.courts.ca.gov/cms/rules/index.cfm?title=four&linkid=rule4_220
https://www.courts.ca.gov/cms/rules/index.cfm?title=four&linkid=rule4_220
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB143
https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?lawCode=PEN&sectionNum=1428.5.
https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?lawCode=PEN&sectionNum=1428.5.
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proceedings, including arraignments and trials, remotely. In September 2021, the Governor 
signed SB 241. This bill added Code of Civil Procedure 367.75, which authorizes remote 
proceedings in civil matters. The Judicial Council also recently adopted California Rules of 
Court, rule 3.672, for civil remote proceedings.  

 
Discussion  
  
Last Fall, the Traffic Advisory Committee addressed whether rule 4.220 should be revoked 
entirely or whether there should be a new/revised rule. The committee elected to propose a 
new/revised rule. Staff has provided a draft rule 4.220 for the committee to provide feedback. In 
addition to new language, the draft contains provisions adapted from the new civil remote rule 
3.672, from current rule 4.220, and from the Criminal Law Advisory Committee Proposal for 
Judicial Council–Sponsored Legislation regarding authorization of remote proceedings.  
 
The Traffic Advisory Committee seeks the Information Technology Advisory Committee’s 
input on this proposed rule. Please note this version is an early draft and has not been approved 
to go out for public comment. 
 

https://leginfo.legislature.ca.gov/faces/billCompareClient.xhtml?bill_id=202120220SB241&showamends=false
https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?sectionNum=367.75.&nodeTreePath=5.3.1&lawCode=CCP
https://www.courts.ca.gov/cms/rules/index.cfm?title=three&linkid=rule3_672
https://www.courts.ca.gov/cms/rules/index.cfm?title=three&linkid=rule3_672
https://www.courts.ca.gov/documents/leg21-01.pdf
https://www.courts.ca.gov/documents/leg21-01.pdf


 

Title 1.  [Heading 1,| Title] 1 
 2 

Division 1.  [Heading 2,| Division] 3 
 4 

Chapter 1.  [Heading 2,| Division] 5 
 6 

Article 1.  [Heading 2,| Division] 7 
 8 
 9 
Rule 4.220. Remote proceedings in infraction cases 10 
 11 
(a) Purpose 12 
 13 

The intent of this rule is to promote uniformity in the practices and procedures 14 
relating to remote proceedings in infraction cases. To improve access to the courts, 15 
courts should permit defendants and witnesses, to the extent feasible, to appear 16 
remotely. 17 

 18 
(b)  Application 19 

 20 
(1) This rule applies to all infraction cases, except when an in-person appearance 21 

is otherwise required by law. 22 
 23 

(2) Nothing in this rule is intended to modify current rules, statutes, or case law 24 
regarding confidentiality or access to confidential proceedings. 25 
 26 

(c)  Definitions 27 
As used in this rule: 28 

 29 
(1) “Evidentiary hearing or trial” is any proceeding at which oral testimony may 30 

be provided.  31 
 32 

(2) “Oral testimony” is a spoken statement provided under oath and subject to 33 
examination. 34 

   35 
(3) “Proceeding” means a hearing, or any other matter before the court, including 36 

evidentiary hearing or trial.   37 
 38 

(4) “Remote appearance” or “appear remotely” means the appearance at a 39 
proceeding through the use of remote technology.  40 

 41 
 42 



 

(5) “Remote proceeding” means a proceeding conducted in whole or in part 1 
through the use of remote technology.  2 

 3 
(6) “Remote technology” means technology that provides for the transmission of 4 

video and audio signals or audio signals alone. This phrase is meant to be 5 
interpreted broadly and includes a computer, tablet, telephone, cellphone, or 6 
other electronic or communications device. 7 

 8 
(d) Authorization for remote proceedings  9 

Consistent with Penal Code section 1428.5, a court may permit infraction cases for       10 
which no physical appearance is required to be conducted remotely.  11 
 12 

(e)   Consent 13 
 14 

A defendant must consent to conduct remote proceedings. The consent: 15 
 16 

(1) May be oral or written; and  17 
 18 

(2) Must include an advisement that a defendant has a right to be physically 19 
present and is not required to appear remotely. 20 

 21 
(f)  Court discretion to require in-person appearance  22 

 23 
The court may require the physical presence of any witness or party at any 24 
particular proceeding or portion thereof. 25 

(g)  Local court rules for remote proceedings 26 
 27 

(1) A court may, by local rule, prescribe deadlines for selecting and cancelling a 28 
remote proceeding not inconsistent with statute.  29 

 30 
(2)  A court establishing remote proceedings under this rule may adopt such local 31 

rules and additional forms as may be necessary or appropriate to implement 32 
the rule and the court’s local procedures not inconsistent with this rule or 33 
statute. 34 

 35 
 36 

(h) Deposit of Bail 37 
Procedures for deposit of bail to process requests for remote proceedings must 38 
follow rule 4.105. 39 
 40 

(i) Appearance of witnesses 41 
  42 



 

If a defendant consents to a remote proceeding, any witness may appear 1 
 remotely or in person at the court.  2 
 3 

 4 
 5 

(j) Due dates and time limits 6 
The court may extend any date of a remote proceeding, and the court need not state 7 
the reasons for granting or denying an extension on the record or in the minutes. 8 
 9 

(k) Administrative Fees 10 
A court may not charge a defendant any administrative fees to appear remotely. 11 

 12 
 13 
 14 
 15 
 16 

 17 
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